IN THE TWENTIETH JUDICTAL CIRCUIT IN AND FOR THE STATE OF FLORIDA

LEE, COLLIER, CHARLOTTE, HENDRY AND GLADES COUNTIES

IN RE: COURTHOUSE AND COURTROOM SECURITY ADMINISTRATIVE ORDER

/ NO. 2.18

(Amended)

Pursuant to Rule 2.215, Florida Rules of Judicial Administration, Section 43.26, Florida

Statutes, and Article V, Section 2, Constitution of the State of Florida, and the authority of the

Chief Judge to regulate the use of courtrooms and court facilities, it is hereby ORDERED that

the following policies with regard to courthouse and courtroom security within the Twentieth

Judicial Circuit are adopted.

i certify this docurnent fo be a
true and comeet copy of the
record on file In my office.
Lindas Doggett, Clerk Circuit!
County Court, Lee Gounly, FL

(
By:
Deputy Clerk

Filed Lee County Clerk of Courts 11/02/2020

1.

Each courthouse and courtroom within the Twentieth Judicial Circuit is
designated as a secure facility, For this purpose, courthouses include all buildings
within a courthouse complex and branch courthouses.

Any person entering any courthouse may be subject to security screening and
search of their person or property at entrances or anywhere in the building by
authorized security personnel through the use of perimeter placed metal detectors
and screening equipment, hand held or other specialized electronic equipment, or
other means available, Exceptions may be permitted by the Chief Judge pursuant
to policies and procedures adopted and applicable to each individual county of the
Twentieth Judicial Circuit,

Persons who refuse a request to submit to a search of their person or their
possessions shall be denied access to the courthouse,

Any person in possession of a weapon, hazardous material or contraband shall be
denied access to the courthouse, Exceptions may be permitted by the Chief Judge
pursuant to policies and procedures adopted and applicable to each individual
county of the Twentieth Judicial Circuit.

If any illegal or unauthorized weapons, hazardous materials or contraband are
discovered, the proper law enforcement officials or officers shall be notified
immediately for appropriate action, up to and including, prosecution to the fullest
extent of the law,

Petsons entering any courthouse shall not be permitted to bring any liquid into the
courthouse, regardless of whether the liquid is in an open or sealed container,
This shall not apply to employees of any of the offices located within the
courthouse. However, at the discretion of courthouse security personnel, an
employee shall allow any container to be inspected. Exceptions may be permitted
by the Chief Judge pursuant to policies and procedures adopted and applicable to
each individual county of the T'wentieth Judicial Circuit.




7. If, for the purpose of an evidentiary hearing, it is necessary to bring any firearm,
weapon, explosive, hazardous device or substance, mace or pepper spray, or
liquid in an open or sealed container into any courthouse, the person shall be
escorted by Court Security Personnel or by a Court Deputy, upon confirmation of
a legitimate need.

8. Security concerns, whether related to the safety and security of the judiciary,
employees, or any member of the bar or public, have become more prominent
with the continuing increase in technological advances and the use of electronic
devices by both persons associated with the media and persons not associated
with the media. The use of recording and electronic devices within any
courthouse or courtroom are governed by Rules 2.450 (members of the media)
and 2.451 (jurors ot others), Fla. R. Jud. Admin.

a. Rule 2.450 — The term “media” and the applicability of Rule 2,450 ate not
defined within the Rule. Accotdingly, for the purposes of this
Administrative Order and the applicability of Rule 2,450, “media” is
defined as: (1) traditional print and broadcast communication channels,
such as radio, television, newspapers, and magazines, through which news
and information is disseminated that reach or influence people widely for
newsworthy, entertainment, or other purposes; (2) motion picture entities, , ;
including documentary and independent filmmakers; and (3) the next
generation of digital, computerized or networked information and ‘
communication technologies, not ditectly associated with traditional print !
and/or broadcast media entities and defined as an online entity which was
a previously established, independent site that contains regularly updated
original news content above and beyond links, forums, froubleshooting
tips and reader contributions. To qualify as “media,” the content must be
thoroughly reviewed by an independent editor before publication. Fan
sites, web logs, YouTube or other similar and/or portable websites do not
qualify as “media” for the purpose of Rule 2.450,

b. Rule 2.451 — The term “electronic devices” and the applicability of Rule
2.451 are defined within the Rule.

1) The use of electronic devices in a courtroom is always subject to
the authority of the presiding judge or quasi-judicial officer to:
A. control the conduct of proceedings before the court;
B. ensure decorum and prevent distractions; and
C. ensure the fair administration of justice in the pending
case,

2) The use of electronic devices in a courthouse or court facility is
always subject to the authority of the Chief Judge to:
A, ensure decorum and prevent distractions;
B. ensure the fair administration of justice; and
C. preserve court security.
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3) So as to ensure that any concerns are addressed in advance, as
opposed to after-the-fact, persons desiring to use electronic devices
for the purpose of audio or video recording, or otherwise, in a
courtroom must seek permission from the presiding judge or quasi-
judicial officer in advance. Persons desiring to use electronic
devices for the purpose of audio or video recording in a courthouse
ot courf facility must seek permission from the Chief Judge in
advance. Proof of having obtained such permission shall be
presented upon request to Court Security Personnel or to a Court
Deputy. Under no circumstances are photographs or recordings to
be made of any component of security operations, whether
intentionally or incidentally.

9, Notices related to security shall be posted at all courthouse entrances and at each
security station, and shall be strictly adhered to by all persons seeking entry into
the courthouse.

10. Noting the diverse nature of the five (5) counties within the Twentieth Judicial
Circuit, additional policies and procedures related to security may be adopted for
each county and attached and incorporated herein.

11, Any person failing to comply with this Administrative Order, or instructions to do
so by Court Security Personnel or by a Court Deputy, may face contempt
proceedings and/or sanctions as permitted by law,

12, To the extent that any provision of this Administrative Order may be consirued as
being in conflict with any law, statute, or rule, the law, statute, or rule shall
prevail.

13, This amended Administrative Order and all policies and procedures adopted and
attached, supersede all previous Administrative Orders, or orders of an
administrative natute, relating to courthouse or courtroom security.

DONE AND ORDERED in chambers in Fort Myers, Lee County, Fiorida, this _ I 7"

day of O chbor , 2020. C_/p -
J‘( -

Michael T. McHugh
Chief Judge

History., — Administrative Order 2.18 (July 12, 1994); Administrative Order No. 2.18 (Jan. 20,
2000); Courthouse and Courtroom Security for Lee County Justice Center Complex (Jan. 15,
2008); Courthouse and Courtroom Security for Chatlotte County Justice Center (June 9, 2011},
Courthouse and Courtroom Security for the Collier County Courthouse Complex (Oct. 26,
2016); Courthouse and Courtroom Security for the Collier County Courthouse Complex (Feb. 6,
2017); Administrative Order 2.18 - Courthouse and Courtroom Security (Dec.16, 2019). -
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Court Security Screening and Access Control

Policy & Procedures

Charlotte County Justice Center
Administrative Office of the Courts
20t sudliclal Cireult of Florida

POLICY

The Chatfotte County Justice Center {the “CCIC") is a deslgnated secure facllity, As such, it Is the
responsibility of the Administrative Office of the Courts {the "AOC”)} to establish a minlmum level
of protection for the beneflt of all departments and agencies housed in the CCIC. The AOC seeks
to establish an appropriate level of security that minimizes the opportunity for physical violence
and or injury to employees, the public, and anyone conducting business in the CCIC.
Responsibility for Implementing and enforcing this securlty policy falls under Administrative
Order 2.18 Courthouse and Courtroom Security {Revised 1/20/00}.

The purpose of this policy Is to establish procedures to be used by Court Security Officers
(inclusive of AOC employees, as well as other agency employees housed in the CCIC) In the
performance of thelr duties, as they relate to the security checkpolnts at the CCIC, It is not
intended to address every concelvable clrcumstance that may be encountered at the security
checkpoint, but it Is intended to provide a framework for the appropriate response to Incidents
and situations not directly expressed herein.

ALL PERSONS {WITH EXCEPTIONS AS PROVIDED HEREIN) ENTERING THE CHARLOTTE COUNTY
JUSTICE CENTER (THE “CCJC”} SHALL BE SUBJECT TO THIS COURT SECURITY SCREENING AND
ACCESS CONTROL POLICY AT ALL TIMES.

The AOC does not and shall not discriminate, on the basis of race, color, religion {creed), gendet,
gender expresslon, age, natlonal origin (ancestry), disability, marital status, sexual orlentatlon, or
milltary status, in any of its activities or operations.

PROCEDURES
Securlty Screening
1. CourtSecurlty Officers assigned to the security checkpoint shall screen all persons seeking

access to the Charlotte County fustice Center.

A. Court Securlty Offlcers shall ensure that no Individual is In possession of, or In
control of, any firearm, weapon, explosive, hazardous device or substance, mace
or pepper spray. No liquid in excess of 3.4 ounces In an open or sealed contalner,
shall be permitted to enter and remain in the Charlotte County Justice Center.
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EXEMPTIONS: Federal Judges and Judges of the State of Florida, the elected or
appointed State Attorney of the 20" Judicial Circult of Florlda, the elected or
appolnted Public Defender of the 20t Judicial Circuit of Florlda, the Trial Court
Administrator, Chief Deputy Court Administrator, Director of Court Security/Trial
Court Securlty Coordinator, Court Security Officers, sworn authorlzed law
enforcement officers, as outlined In A.O. 2,18 {Exhibit “A”) wearing readily
Identifiable department issued uniforms, who are conducting official law
enforcement business within the CCIC, and persons expressly authorized In
writing by the Chief Judge, may retaln any firearm or weapon in thelr possession
while In the CCIC, and may enter therein without being subject to electronic and
ot related security screening, so long as these persons possess proper
Identification and are in full compllance with all applicable {aws regarding
weapons possession, as set forth In Chapter 790, Florida Statutes. Law
enforcement officers must possess and display officlal departmental or agency
credentials with a photo, BADGES ALONE ARE NOT AN ACCEPTABLE FORM OF
OFFICIAL DEPARTMENTAL OR AGENCY CREDENTIALS.

. Pursuant to Florida Statute 790.06(12){a), Court Security Officers shall ensure that
no employee of the CCIC, to include employees of the Administrative Office of the
Courts, Charlotte County Clerk of Clrcuit Court and Comptrolier, Offlce of the State
Attorney, Public Defender’s Office, Charlotte County Sheriff's Office (not
described above), Charlotte County Facllitles Constructlon & Management,
Probatlon, Pretrial, Parole, or Investigative Officers, as well as vendors (e.g. court
interpreters, court reporters, expert witnesses, techniclans, deltvery persons, etc.)
be allowed to enter the facllity In possession of, or in control any firearm, weapon,
explosive, hazardous device or substance, mace or pepper spray; except as
otherwlse authorized by Adminlistrative Order or Florlda Statutes.

. Court Security Officers shall ensure that, if for the purpose of an evidentlary
proceeding, It Is necessary to bring any flrearm, weapon, explosive, hazardous
device or substance, mace or pepper spray, any Hquld in an open or sealed
contalner Into the CCIC, the Individual shall be escorted by a Court Deputy to the
designated courtroom,

. Court Securlty Officers shall ensure that any sworn law enforcement officer, not
in compliance with A0, 2.18 (Exhibit “A”), not wearing a readily identifiable
agency lIssued uniform, not carry firearms, while conducting official law
enfarcement business within the CCIC, The above referenced category of persons
shall secure all firearms In thelr possession In a secure gun locker at the security
checkpolnt upon entering the CCIC,
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E. Coutt Securlty Officers shall ensure that any sworn law enforcement, In uniform
ar plain clathes, while conducting personal business, before the Court, shall be
subjected to a search of thelr person and or property anywhere in the CCIC,
through the use of handheld or walk through magnetometers, x-ray equipment,
other speclalized equipment or means avallable, The aforementioned categories
of persons In possession of, ot in control of, any firearm shall secure all firearms
in their possession in a secure gun locker at the securlty checkpoint, upon entering
the CCIC. However, they shall not be permitted to enter and remain In the CCIC
in possession of, or In control of any weapon, explosive, hazardous device or
substance, mace or pepper spray, or any liquld in an open or sealed container
above 3.40z,

F. Fire and EMS personnel responding to the CCIC for an emergency will be met by
Court Security Officers and escorted to the needed area, Responding personinel
are not required to pass through the screening process, but must be escorted at
all times,

G, Magistrates, Judiclal Assistants, visiting Judiclal Officers, Trial Court Administrator,
the Chief Deputy Court Administrator, and the Clerk of the Court are permitted to
access the CCIC through the Judges Parking Lot. Although this provision
authorizes a bypass of securlty screening, it does not authorize any of the
aforementioned categorles of persons to retain any firearm, weapon, explosive,
hazardous device or substance, mace or pepper spray In thelr possession while In
the CCIC, unless otherwise exempted herein. Nathing hereln shall prohiblt the
Trial Court Administrator from being authorized to request a screening of one of
the aforementioned categories of persons under warranted circumstances and at
his ot her discretion In order to protect those within the CCIC,

H. Court Security Officers shall ensure that all persons, other than those excepted in
the preceding sections, and their briefcases, pocketbooks, packages, contalners
and other personal effects, including pagers, T.V. cameras, cellular telephones,
food Items and unmarked trial exhibits, undergo electronic and or related security
screening, upon entry to the CCIC. The discovery of illegal weapons or contraband
as described In §932.701, Florida Statutes, or other violations of criminal statutes
occurting within this context will result in Immediate notlfication to the
approptiate law enforcement authority, so that an arrest and selzure may be
effected.

). Employees of the Administrative Office of the Courts, Charlotte County Clerk of
Circutt Court and Comptroller, Office of the State Attorney, Public Defender’s
Office, and Charlotte County Government, as well as vendors {e.g. court
interpreters, court reporters, expert witnesses, techniclans, delivery persons, etc.)
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must have their agency or business Issued Identlfication on thelr person at all 1
times, when attempting to enter the Public Securlty Checkpoint, Employee !
Security Checkpolint or enter a restricted area, while in the CCIC, and be prepared ‘
to present the same when requested to do so by Court Security Officers, The

above referenced categories of persons (excluding vendors) may enter the CCIC

with food Items and llquids for personal consumption, these ltems will be subject

to search by use of handheld or walk through magnetometers, x-ray equipment,

other specialized equipment or means avallable, However, nothing In this policy

shall prevent a Court Security officer from requiring any person to submit to a

search as set forth hereln.

1. ALL persons listed in “1” with proper identification and all members of the Florida
Bar with proper identification may advance to the beginning of the line when
attempting to access the PUBLIC Security Checkpolint at the front entrance of the
building. ALL members of the Florida Bar who are also an employee of the CCJC
with proper dentification may also advance to the front of the EMPLOYEE securlty
checlkpoint.

K. ANY PERSON WHQ REFUSES TO SUBMIT TO A SEARCH OF THEIR PERSON OR THEIR
POSSESSIONS OR DOES NOT SATISFACTORILY PASS THE SCREENING PROTOCOLS :
WILL BE DENIED ACCESS TO THE CCIC.

2. Post Specific Procedures
A. Individuals entering the CCIC are required to:

i, Remove all ltems from their pockats: wallets, cell phones, keys, loose
change, ete, They may keep loose papers, cash, tissues, and glasses,
Glasses and cash are to be glven back if placed in a howl. Allow the person
to remove their own cash.

fi. Remove their belt unless they are elderly, handicapped, injured, or if an
employee as described In sectlon “I” or Florlda Bar Member as described
In Section “J”, however the Court Security Officer Is then required to wand
and further iffwhen the magnetometer Is triggered. Offlcers are to check
the person as a whole, not Just one area, to Include a check of the belt ine,
the small of the back, and the legs/knees,

lil. Remove.heavy Jackets and Jackets with lots of zippers, buttons, pockets,
etc.

Iv. Accompanying adult, not Court Security Officers, Is to remove child or
children from strollers and carriages. Toys and stuffed anlmals are to be
sent through the x-tay machine. Allow parents to carry blankets and
pacifiers. Carrlages are to be run through the x-ray machine. Strollers will
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be Inspected by the officer on point and returned to the owner on the
other side of the checkpaint.

v. Laptops and tablets are to be taken out of bags and scanned separately, If
a device is In a protective case it does not need to be removed. If a bag
goes through the x-ray machine and a device was not taken out, the owner
will be asked to remove It and the bag will be scanned agaln. Employee as
described In section “I” or Florida Bar Member as described in Section “J”
will not be required to remove laptops and tablets from bags.

v, Cell phones should be removed from bags and placed In bowls.

vil. All bags, purses, briefcases, etc. are to be zipped and secure before passing
through the x-rdy machine. '

viil. Drinks are not allowed with the exception of baby formula/milk or small
amounts of food or beverage medically necessary or age necessary.
Jurors, with approved summons or juror badges, will be permitted to
bring food and beverages through the security checkpaint, also subject to
Inspection.

3. When Inspecting a person’s bag:

A
B,

F.

Politely advise the person that you need to look Inside thelr bag.

If the person refuses, advise them that they will not be allowed to enter the
bullding.

If the person allows you to search thelr bag, go through the main parts and remove
bulky ltems as necessary.

If you cannot find the item right away, then re-scan the bag along with any [tems
you removed. Place the removed items In a separate bowl and rescreen
separately. '

You may ask the person If they have the item shown on the x-ray monitor (i.e. a
pocket knife). If the person knows where it Is, and it Is a minor item, you may
allow them to remove It themselves, Do not stand close to the person as they
remove the item of concern.

Court Security Officers shall offer any Individual in possession of a weapon
Including, but are not Himited to: knives, pepper spray, scissors, tools, knitting
heedles, ammo, and kubotans the opportunity to return to their vehicle to store
it there,

Court Security Officers shall notify CCSO of firearms entering the Facility through
a Code Blue. The suspect firearm will remaln in the scanning machine untll CCSO
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arrives to interview the subject and take possession of the firearm to determine if
the Individual has a valid concealed weapons permit, Then take appropriate legal

action.

H. Allow the officer on the belt to be the sole person doing the Inspecting. All other

officers are to remain at thelr assigned post.

I. Additional Weapons List. The followlng list will serve as a reference. This list Is
subject to change as new styles of weapons are Introduced into our system.

Officers will maintaln a log of all selzed items or contraband. Contraband Is defined as “any
substance or article altered In a manner to definitively and effectively achleve an alternative
result, other than the item’s intended usage.” All items will be turned over to Court Security to
be recorded and held for approximately 60 days after which all lost-and-found and confiscated
ltems not clalmed will be turned over to the Charlotte County Sheriff’s Office to the Property and

Evidence Department.

TYFES OF WEAPONS
FIREARMS ILLEGAL WEAPONS LEGAL WEAPONS
Handgun (Any Type} Stiletto Knife Knlves
Shotgun Tear Gas Gun Scilssors
Rifie Switchblade Knife Mace/Papper Spray
Blow gun DirkiDagger Darls
Flare gun Spike/Ninja Key Chaln Razors
Pellet gun or tifle Ice Pick Bullets, Ammunition
BB gun ot rifle Slingshot/Black]ack . Screwdrivers
AlrSoft gun or rifle Bllie Ciub Hammar
Telescoplc Baton (ASP) PHers
Throwing Stars (Shuriken) Wrench
Metallic “Brass” Knuckles Prill Bits
Sword Cane Carpst Cutters
Taser/Stun Gun Biker's Belt
Butterfly Knife Large Pins
Basebhall Bat

4. Position Responsibifities

A. Point

|, Greet people as they enter the courthouse. (Good morning/afternoon;

how may | help you? Do you know where you're heading?)
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lii.

.

vi,
il

vili,

. Watch for signs of threats.

Explaln what people are to do as they go through security screening.
Return bowis to the lobby table.

Inspect stroflers and take them to the owner on the other side of the
checkpoint.

Control the line by asking people to wait behind the stop sign untll called,
Lightly shake bags and place them at the top of the beit.

Vetrify that bags are zipped and secure,

Verify that bowls contaln no glasses, cash, or weapons.

Durlng a Cade Blue or Cade Red, move people to the front doors and walt
for further Instructions from the supervisor or the bailiffs.

B. Monltor

1.
il.
il

C. Belt

vl

Look at items golng through the x-ray machine.
Re-scan hags and bowls as needed.
Advise the offlcer on the belt when an inspection Is required.

When the officer on the belt is Inspecting an item, the officer on the
monitor will stop the belt to take ltems coming out of the machine to the
table. The officer on the monltor will perform this function until the
inspection Is complete,

During a Code Blue or Code Red, stop the belt and hold the threat Inside
the machine until advised otherwise by the supervisor or bailiffs. If the
threat occurred at a different area on the checkpoint, remain by the
meonitor and hold all ltems until advised otherwlse by the supervisor,

Take the items comling out of the machine to the table.

Place the items on the table and return to the belt for the next item. Do
not stand-by and walt for the person to take the item out of the bowl.

Only ask people to use the side table when the maln table Is full.
Perform inspections as requested by the officer on the monitor.
Return empty bowls to the counter next to the officer on the point.

Advise the officer on the polint to hold the line when more than one person
sets off the metal detector,
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vil,

D. Wand
i
it

fil.

i,

vil,

Access Control

During a Code Blue or Code Red, assist the person oh monitor or wand
depending on the situation. Help the supervisor & balliffs identify the
owner of the ltem In guestion.

Perform a secondary Inspection of people who set off the metal detector,

Officers are to check the person as a whole, not Just one area. Be sure to
especlally check the belt line, the small of the back, and the legs/knees.

Return bowls from the side table to the officer on the belt.

Ensure that people entering the CCIC come through the checkpoint and do
not bypass screening. Also ensure that people walk through the metal
detector unless they have an Implanted medical device or some other
medical Issue which preciudes them from passing through the
magnetometer.

If people walk through the metal detector with thelr hands In their pockets
they are to be inspected.

If a person has a medical device, have them place thelr hand over it but do
not wand over that area. Inspect the rest of the person as normal, If the
person prefers to be pat down, the officer can do so as long as it Is a
male/male or female/female.

During a Code Blue or Code Red, control the lobby area and ask people to
exit. If the threat occurred while Inspecting someone with the wand, do
not allow the person to reach for the item. Call out the code and wait for
assistance from the supervisor and other court security officers,

1. Permissions for entry will be strictly controlled to provide for only that amount of
access necessary to carry out the functions of the Court and supporting agencles.

A, Access Control Administrator {the “ACA")

The Administrative Services Managers for AOC serves as the Access Control
Admintstrator {the “ACA”) and Is responsible for the utility, security,
malntenance, and coordination of the card access system with support
from Charlotte County Facllities Management;

S/he exerclses the authorization, on behalf of the Trial Court Administrator,
to approve and asslgn employee (AOC and agency employees), visitor and
vendor access to the CCIC;
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B. Employee Access 1D Badge/Biometric Fingerprint Control Guidelines

ii.

ili.

vi.

vii.

Most doors (Interlor and exterlor) are controlled electronically by
proximity readers and biometric fingerprint card readers, AOC and
department/agency employees can access these doofs using their Issued
Employee Access 1D Badge, and fingerprint based upon thelr assigned
access privileges.

The AOC and department/agencies should develop and maintaln control
guidelines for the issuance and revocation of Employee Access (D Badges.
The AQC at its discretion may restrict access to areas of the CCIC that Is
under Its purview and directly or indirectly impact the safety and security
of all employees and visitors.

All agencies are responsible for completing an Access 1D request form for
all new employees that require ID badge. This request form must be
completed and slgned by authorized department designee and then
submitted to the ACA for processing. All new staff members are required
to review the Emergency Preparedness Plan, Court Security Screen and
Access Policy, and watch The Court Security Training Video and Active
Shooter Video prior to recelving an access 1D Badge.

Employees should Immediately report to the ACA, Court Security, and their
department/agency, the loss or theft of thelr assigned Employee Access ID
Badge.

Departments/agencies should notlfy the ACA and Securlty Department
immediately but no later than twenty-four (24) hours of separation,
termination, or retitement of an employee and should immediately
retrieve the Employee Access ID Badge from the employee, If possible.

Upon notlfication of an employee separation, termination or retirement,
the ACA wiil delete the employee’s access privileges In the MTS system
Immediately or no later than twenty-four (24) hours,

All electronically controlled doors will activate a low-level audible alarm
when they are left open for an extended period of time. Employees should
refrain from propping doors open, except In extenuating circumstances.
Doors {especlally perlmeter doors) propped open create significant
securlty gaps In the CCIC safety and security program.
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viik,

Modlfying, removing or attempting to defeat or disable the MTS access
control system Is not permitted except In cases of an emergency, system
fallure, maintenance or repalr,

C. Metal Key Control Guidelines

In the Issuance of metal keys, Individual AOC and agency employees
should be Issued, the followlng:

" The fowest level key In the system hlerarchy that Is necessary to
provide access where ID control badge cards do not work and are
required by the employee’s position and responsibilities; and

» The least number of keys necessary to properly conduct his/her job
dutles,

D. All keys are the property of Charlotte County

iil.

vi,

Facllities Management Director for the CCIC is the KEY CONTROL
MANAGER,

The AOC and agencles serve as the custodian of all metal keys Issued to
them;

It Is a violation of this policy for any employee to attempt to duplicate or

to have duplicated any key Issued by thelr diviston/department/agency
without authorlzation,

Only the Key Control Manager or designee is atithorized to duplicate keys.
Charlotte County keys are marked with a distinctive stamp. The Key
Control Manager should malntain a Key Control Log for the Issuance of
metal keys;

Charlotte County Facilities Construction & Management is responslible for
Installing, maintalning, servicing, replacing and updating all manual locks
used to secure the CCIC;

Individual office/room or sub-master keys are Issued to the appropriate
AOC or agency'manager. Each division/department/agency is responsible
for issulng keys within thelr span of control and responsibility through their
respactive deslgnee;
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vil,

viil,

The loss or theft of a key must be reported immediately to Court Security
and the Key Control Manager by the person to whom the key was assigned;

Each agency is responsible for retrieving Issued keys from employees prior
to termination, separation or retirement from the AOC or agency;

Vendors (e.g., telephone service, elevator service, contractors, etc.} may
have an ongoing need for access to the complex. In such cases the
division/department/agency that contracts for these services should
coordinate with Court Security, the ACA, and the Key Control Manager to
provide appropriate access to the vendor or contractor,

5, Access During Non-Business Hours

lii.

The CCIC is available for authorized employee work schedules, as well as
appropriate activities that do not Infringe upon nor Interfere with the
primary purpose of the Court (l.e. the adminlstration of justlce) and which
do not compromise the safety and security of employees and the public.

Non-bustness hour access to the CCIC Is granted for construction and
renovation projects, Teen Court, department/agency workdays that do not
colncide with AOC observed holidays, and for authorized employees (for
buslness purposes only) that are granted 24 hour ID BADGE access to the
facility by their agency.

Vendors that are required to complete their work durlng non-business
hours {e.g. fire alarm repair/testing, telephone setvice, elevator service,
contractors and lessees in the CCIC, etc.) will be handled in the same
manner as those completing work during business hours. Agencies should
coordinate vendor services with Court Securlty to ensure that there are a
sufficlent number of Court Security Officers scheduled during that time.

6. Americans with Disabilities Act of 1990 (ADA), Americans with Disabllities Act
Amendments {ADAA) Act of 2008

A. Any person with a disabllity who needs any accommodation to participate In a
hearing Is entitled, at ho cost, to the provision of certain assistance. Anyone
seeking an ADA accommadation should contact the AOC Operations Divislon at
(941) 637-21.10 at least seven (7) days before the scheduled court appearance or
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immediately upon receiving notification, if sald notification Is less than seven (7)
days. Hearing or volce Impalred individuals may cali 711 for assistance.

B, Public entrances to the CCIC are accessible to persons with disabllities (e.g. ramps,
automatic doors, electronic gates, etc.).

C. Visitors to the CCIC that require a wheelchalr may request the same from the AOC
Security Department,

7. Use of Electronlc Devlces in the Charlotte County fustice Center

A. Rule 2,451{a) Florida Rules of Judicial Administration provides:

Electronic Devices Defined. An electronic device Is any device capable of making ‘
or transmitting still or moving photographs, video recordings, or Images of any :
kind; any device capable of creating, transmitting, or recelving text or data; and

any device capable of receiving, transmitting, or recording sound. Electronic

devices Include, without limitation, flim cameras, digital cameras, video cameras,

any other type of camera, cellular telephones, tape recorders, digital voice

recorders, of any other type of audlo recorders, laptop computers, personal digltal

assistants, or other similar technological devices with the abllity to make or

transmit video recordings, audio recordings, images, text, or data.

B. Rule 2.451(c) Florida Rules of Judicial Administration provides;
{c} Use of Electronic Devices by Others.

(1) The use of electionic devices In a courtroom s subject at all times to
the authority of the presiding Judge or quasi-judiclal officer to:

{A) Control the conduct of proceedings before the court;
(B) Ensure decorum and prevent distractlons; and

(C) Ensure the falr adminlstration of justice In the pending cause.

(2) The use of electronlc devices in a courthouse or court faclllty Is subject
at all times to the authority of the Chief Judge to:

(A) Ensure decorum and prevent distractions;
(B) Ensure the falr administration of justice; and

(C) Preserve court securlty.
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D,

il

Rule 2.215(b}{5) Florida Rules of Judicial Administration provides:

{5) The Chief Judge may deslgnate a judge in any court or court division of clrcuit
or county courts as “Admlnistrative Judge” of any court or division to assist with
the adminlistrative supervision of the court or dlvision, To the extent practical, the
chief judge shall assign only one Administrative Judge to supervise the family court.
The designee shall be responsible to the Chief Judge, shall have the power and
duty to carry out the responsibllities assigned by the Chief Judge, and shall serve
at the pleasure of the Chief Judge.

In order to maintain a safe and secure environment for everyone in the Charlotte
County Justice Center, the following additional security measures are In place
immediately. All persons entering the Charlotte County Justice Center are
ordered to follow these rules as applicable.

Securlty Screening Area of the Ground Floor of the Justice Center Defined:
The entire area open to the public from the ground floor exterior entrance
doors through and including the area adjacent to the elevators and the area
beyond the elevators in the vicinity of the Information Desk/Temporary
Employee Security Checkpolnt and the entrance to the maintenance area, the
statrwell entrance and the Law Library.

Electronlc devices shall be turned off before entering any courtroom.
Electronic devices shall not be used or displayed in any courtroom without the
permission of the presiding Judge except that unless otherwise restricted by
the presiding Judge In a courtroom, Attorneys may use personal electronic
devices tn courtrooms for all lawful work related purposes other than for the
recording of sounds and images. Attorheys shall insure that no sounds are
emitted from electronic devices unless by the order of the presiding Judge.
Fallure to comply with this rule may result In a charge of contempt of court,

Every person who passes through the public or employee entrance doors of
the ground floor of the Justice Center immediately enters a secure area and
must immediately submit to screenlng of his or her person and belongings
as set forth in the 20th Judicial Clrcuit Administrative Order 2.18, Failure to
immediately submit to security screening upon entering the ground floor will
subject the person to Immediate removal from the Justice Center.
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At no time may any person display ot use any electronic device while in the
security screening area of the ground floor of the Justice Center, All devices
capable of recording sounds or images including cell phones, cameras, tablets,
laptops and body worh cameras and electrontc devices shall be turned off and
not be maintalned in any position from which the recording of images or
sounds Is typically performed. Fallure to comply with this rule will subject
the person to Immediate removal from the lustice Center.

The security staff of the Charlotte County Justice Center are requested to
enforce this Court Security Directive,

Members of the Media — For purposes of this policy, “media” is defined as: 1)
traditional print and broadcast communication channels, such as radio, televislon,
newspapers, and magazines, through which news and Informatlon Is disseminated
that reach or Influence people widely for newsworthy, entertainment, or other
purposes; 2) motion plcture entltles, Including documentary and independent
filmmakers; and 3) the next generatlon of digital, computerized or networked
information and communication technologles, not directly assoclated with
traditional print and/or broadcast media entities and defined as: An online entity
which was a previously established, Independent slte that contains regularly
updated original news content above and beyond links, forums, troubleshooting
tlps and reader contributions; sald content is thoroughly reviewed by an
independent editor before publication, Fan sites, web logs and/or portable
websites do not qualify as media, The individual and/or entity requesting to cover
any Judicial proceeding In this Clrcuit must demonstrate proof it meets the
definition of media. Additionally all media must comply with the 204 judiclal
Circult Local Gulde to Courtroom Media Coverage, which governs technology
coverage of judiclal proceedings (found at
https://www.ca.clis20.org/home/media/mediarules.asp).

Members of the media will report to the second floor, to the Administrative Office
of the Courts, to recelve courtroom assignments/iocation, Instructions from the
court, and/ or specific locations for device setup in courtroom/medla rooms.

Cameras and/or Other Recording Devices {not including cell phones, tablets or
laptops) -

i, Public - members of the public may not bring cameras or any other
recording device that's sole purpose Is to video, film and/or record audio
and visual for storage and transmisslon Into the CCIC without express
wrltten permission from the Chlef Judge or thelr designee. All members of
the public wiil be advised to store these devices In their vehicle,
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lil,

Media- members of the media defined above In section “E” will be granted
permission to enter the facllity with any recording equipment essential to
the petformance of their job requirements that has been screened by
court security, as outlined In previous sections. The media will be directed
to the second floor to the Adminlstrative Office of the Courts to recelve
courtroom asslghments/ location, Instructions from the court, and/ or
specific locations for device setup In courtroom/ media rooms,

Staff/Attorneys/Vendors — Staff members, attarneys and vendors may hot
bring cameras or any other recording device that’s sole purpose Is to
photograph, video, film and/ or record audlo and visuals for storage,
retrieval andfor transmisslon Into the CCIC without express written
permission from the Chlef Judge or thelr designee, All wlill be advised to
store these devices in thelr vehicle.

G. Celtular Phones

ili,

Public — members of the public may not use or display cell phones In the

security checkpoint area, in any courtroom, or during any court proceeding.

All cell phones must be turned off while entering any securlty checkpoint
or courtroom and will not be viewed or displayed while in any security
checkpoint or courtroom. Merely muting a cell phone is not acceptabie nor
Is It In compllance with these policies. They may be utilized in the
administrative and lobby areas of the CCIC. However, cell phones and
other similar electronlc devices cannot be used to record or send
photographs, video, or audlo.

Attorneys — may use cell phones for texting, organizational functlons,
research and writing functlons, and other data transmisslon functions. Cell
phones and other similar electronic devices cannot be used to record or
send photographs, video, or audio.

AOC Employees, Law Enforcement and Certaln Contractual Vendors — AOC
employees, law enforcement officers and certain contractual vendors
Including, but not limited to Interpreters and court reporters may use cell
phones for texting, organizational functions, research and writing
functions, and other data transmission functlons In the course of their
official duties,

All cell phones must be placed on either silent or vibrate mode. In rare
instances, with the permission of the presiding Judge, an AOC employee,
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law enforcement officer and or certain contractual vendors may use a cell
phone to make or recelve telephone calls, while in the courtroom.

H. Laptop Computers, Simliar Devices, and Other Portable Electronic Devices

M,

Public— Use of laptop computers and other portable elecironic devices by
members of the general public, while In a courtroom or at a securlty
checkpoint are prohibited uniess granted by the presiding Judge.

Attorneys and Litigants Representing Themselves — Attorneys and litigants
representing themselves may use a laptop computer or other portable
electronlc devices when their case Is In sesslon and they are actively
participating In the proceeding. Attorneys may use electronic devices to
conduct research, check calendars, check or send emails, and perform
other related tasks when In the courtroom. No computers or other
electronic device can be used to record or send photographs, video, or
audio. The transmission of materials on a computer to other peripheral
devices also In use during the proceeding, and specifically in advancement
of the proceeding, Is permissible. For example, the transmission and
display of a power point presentation Is allowable.

AOC Employees, Law Enforcement and Certaln Contractual Vendors - AOC
employees, law enforcement officers and certaln contractual vendors
including, but not limited to interpreters and court reporters may use
laptop computers and other portable electronic devices as necessary In the
course of thelr official dutles.

I, Nothing hereln Is intended to apply to persons who require electronic devices (or
setvices requlring the use of electronic devices) under the Americans with
Disabllities Act of 1990 and or the Americans with Disabllitles Act Amendments
Act of 2008, except that electronic devices cannot be used to record or send
photographs, video or audio during a proceeding, unless speclfically approved by

_the presiding Judge.
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8. Use of Electronic Devices by Jurors

Pursuant to Rule 2.451 of the Florlda Rules of Judiclal Administration

lil.

Electronic devices, as defined hereln, must be removed as directed by the
presiding Judge from all members of a jury panel upon being sworn as the
jury at the beginning of the trlal. The electronic devices will be remaoved
and appropriately secured by the Court Deputy. At the beginning of the
trial, the presiding Judge will advise the Jury panel about the removal of
electronic devices.

Electronic devices that are removed from members of a jury panel may be
returned to the members of the Jury panel, during recesses in the trial.
When jurors are sequestered, the presiding Judge may determine whether
the electronic devices will be removed from jurors, during the entlre
period of sequestration.

From the time a person repotts for Jury service, untll the person is
discharged from Jury service, that person Is prohibited from using
electronic devices for any of the following purposes:

a. Making or transmitting stil or moving photographs, audio
recordings, video recordings, or images of any kind of the court
proceeding;

b. Transmitiing or accessing text or data during the court proceedings;
Transmitting or accessing text or data about the case on which the
Juror Is serving;

d. Researching, transmitting, or accessing information about the case
oh which the Juror is serving;

e. Otherwlse communicating about the case on which the juror is
serving; or
Otherwise communicating about the jury deltberations.

g. Nothing In this procedure is to be construed to limit or impair the
authority of the presiding Judge to grant permission to a juror to
retaln his or her electronic device during trial proceedings.

g, Violations and Enforcement

b

Vialations of laws, ordinances, or these policles that occur within the CCJC
ate considered serlous Incidents. Court Security Offlcers will document
those incldents contemporaneous to the event.
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li,  Anyone violating the rules applying to the use of electronic devices, as
stipulated hereln will be subject to the discipline of the Court, Including,
but not limited to, the Court’s contempt authority, and/or Immediate
removal from the Courtroom or Courthouse,

Hi.  Additlonally a Court Securlty Officer shall enforce this policy upon order of
the Court by confiscating electronic devices that are being used in violatlon
of this policy. Such devices shall be returned to the violator at the
concluslon of their prgceeding or at the close of business, as applicable,

END OF POLICY/PROCEDURES

W) »(Lr ALSD

Jon 'F@Jbury Scott A, Whisker
Administrative Services Manager Trlal Court Administrator

Charlotte Cpunty Twentleth Judicial Circult
Date: 7 /20 Date: _¥/+t /,q
(& (=

Honorable Donald Mason Honorable Michael McHugh

Clrcuit and Administrative Judge Chief Judge

Twentleth Judiclal Circult Charlotte County —

Date: 29 Mprdl A Date: by v ) D , T Day
Notice to:

Liza Flecha, Chief Deputy Court Administrator
Jeffrey N, Toraln, D.Sc., CPP, Director of Court Security/Trial Court Security Coordinator
File

Page 18 of_,;la'é
Court Secuslty Screening Polley/Chartotte-CCIC
Created 2019




Court Security Screening Policy & Procedures

Collier County Courthouse Complex
Administrative Office of the Courts
20" fudiclal Circuit of Florida

POLICY

The Collier County Courthouse Complex (the “CCCC”} is a designated secure facility. As such, It is
the responsibllity of the Administrative Office of the Courts {the “AOC”) to establish a minimum
level of protection for the benefit of all departments and agencles housed In the CCCC. The AOC
seeks to establish an appropriate level of security that minimizes the opportunity for physical
violence and or Injury to employees, the public, and anyone conducting business in the CCCC.
Responsibiity for Implementing and enforcing this security policy falls under Administrative
Order 2.18 Courthouse and Courtroom Security (Revised 1/20/00}.

The purpose of this policy Is to establish procedures to be used by Court Security Officers
{inclusive of AOC employees, as well as other agency employees housed In the CCCC} in the
performance of thelr dutles, as they relate to the security checkpolnts at the CCCC. It Is not
intended to address every concelvable circumstance that may be encountered at the security
checkpoint, but It Is Intended to provide a framework for the appropiiate response to Incldents
and situations not directly expressed herein.

ALL PERSONS (WITH EXCEPTIONS AS PROVIDED HEREIN) ENTERING THE COLLIER COUNTY
COURTHOUSE COMPLEX (THE “CCCC") SHALL BE SUBJECT TO THIS COURT SECURITY SCREENING
AND ACCESS CONTROL POLICY AT ALL TIMES.

The AOC daes not and shall not discriminate, on the basis of race, color, religion {creed), gender,
gender expression, age, natlonal orlgin (ancestry), disability, marltal status, sexual orientation, or
military status, in any of its activities or operations,

PROCEDURES
Security Screening

1. CourtSecurity Offlcers assighed to the security checkpoint shail screen all persons seeking
access to the Colller County Courthouse Complex.

A, Court Security Officers shall ensure that no individual Is in possession of, or in
conttol of, any firearm, weapon, explosive, hazardous device or substance, mace
or pepper spray. No liquid in an open or sealed contalner, shall be permitted to
enter and remain In the Collier County Courthouse Complex,

EXEMPTIONS: Federal Judges and Judges of the State of Florida, the elected or
appointed State Attorney of the 20% Judictal Circult of Flotida, the elected or
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appointed Public Defender of the 20™ Judicial Circult of Florida, the Trial Court
Administrator, Chief Deputy Court Adminlistrator, Director of Court Security/Trial
Court Security Coordinator, Sherlff's Office Court Deputies, Court Security Officers,
sworh law enforcement officers wearlng readily identiflable department Issued
uniforms who are conducting official law enforcement business within the CCCC,
and persons expressly authorized in writing by the Chief Judge, may retain any
firearm or weapon In thelr possesslon while In the CCCC, and may enter therein
without being subject to electronic and or related security screening, so long as
these persons possess propet identification and are In full compliance with all
applicable laws regarding weapons possesslon, as set forth In Chapter 790, Florida
Statutes. Law enforcement officers must possess and display officlal
departmental or agency credentials with a photo, BADGES ALONE ARE NOT AN
ACCEPTABLE FORM OF OFFICIAL DEPARTMENTAL OR AGENCY CREDENTIALS.

. Pursuant to Florida Statute 790.06{12)(a), Court Security Officers shall ensure that
no employee of the CCCC, to Include employees of the Administrative Office of
the Courts, Collier County Clerk of Circuit Court and Comptrolier, Office of the
State Attorney, Public Defender’s Office, Collier County Facillties Construction &
Management, Guardlan Ad Litem, as well as vendors {e.g, courtinterpreters, courl
reporters, expert witnesses, technicians, delivery persons, etc.) be allowed to
enter the facllity in possession of, or In control any flrearm, weapon, explosive,
hazardous device or substance, mace or pepper spray; except as otherwise
authorized by Administrative Order or Florida Statutes,

. Court Security Officers shall ensure that, If for the purpose of an evidentlary
proceeding, it Is necessary to bring any firearm, weapon, explosive, hazardous
device or substance, mace or pepper spray, any liquid in an open or sealed
container Into the CCCC, the individual shal! be escorted by a Court Deputy to the
designated courtroom.

. Court Securlty Officers shall ensure that any sworn law enforcement, In accordlng
with Administrative Order 2.18, not wearing a readily Identifiable agency Issued
uniform, not carry flrearms while conducting officlal law enforcement buslness
within the CCCC. The above referenced categorles of persons shall secure all
firearms In thelr possession In a secure gun locker at the securlty checkpoint upon
entering the CCCC,

Court Security Officers shall ensure that sworn law enforcement, probation, and
parole officers, Investigators and agents, In uniform or plain clothes, while
conducting personal busihess, before the Court, shall be subjected to a search of
thelr person and or property anywhere In the CCCC, through the use of handheld
or walk through magnetometers, x-ray equipment, other speclalized equipment
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of means avallable. The aforementloned categotles of persons In possession of,
o In contral of, any flrearm shall secure all firearms In thelr possession ina secure
gun locker at the security checkpoint, upon entering the CCCC. Howaever, they
shall not be permitted to enter and remain in the CCCC In possession of, or In
control of any weapon, exploslve, hazardous device or substance, mace ot pepper
spray, or any liquid In an open or sealed contalner.

Fire and EMS personnel responding to the CCCC for an emergency will be met by
Court Security Officers or Court Deputles and escorted to the needed area.
Responding personnel are not required to pass through the screening process, but
must be escorted at all times.

Maglstrates, Hearing Officers, fudiclal Assistants, visiting Judictal Officers, Trlal
Court Administrator and the Chief Deputy Court Administrator are permitted to
access the CCCC through the Judges Parking Lot. Although this provision
authorizes a bypass of security screening, it does not authorize any of the
aforementioned categories of persons to retain any flrearm, weapon, exploslve,
hazardous device or substance, mace or pepper spray In their possession while In
the CCCC, unless otherwise exempted hereln. Nothing herein shall prohibit the
‘Irial Court Administrator from belng authorlzed to request a screening of one of
the aforementloned categorles of persons under warranted clrcumstances and at
his or her discretion in order to protect those within the CCCC.

Court Securlty Officers shall ensure that all persons, other than those excepted In
the preceding sectlons, and their briefcases, pocketbooks, packages, containers
and other personal effects, Including pagers, T.V. cametras, celiular telephones,
food items and unmarked trial exhibits, undergo electronic and or related security
screening, upon entry to the CCCC. The discovery of lllegal weapons or contrahand
as described In §932.701, Florlda Statutes, or other violations of criminal statutes
occurring within this context will result In Immediate notlfication to the
appropriate law enforcement authorlty, so that an arrest and selzure may be
effected.

Employees of the Administrative Office of the Courts, Collier County Clerk of
Clrcult Court and Comptroller, Office of the State Attorney, Public Defender's
Office, Guardian ad Litem, U.S. Senate and State Senate offices, as well as vendors
(e.g. court interpreters, court reporters, expert witnesses, techniclans, delivery
persons, etc.) must have their agency or business Issued identlfication on their
person at all times, when attempting to enter a securlty checkpoint or enter a
restricted area, while in the CCCC, and be prepared to present the same when
requested to do so by Court Security Officers or Court Deputies. The above
referenced categories of persons {excluding vendors) may enter the CCCC with
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food Items and lquids for personal consumption, these items are subject to search
by use of handheld or walk through magnetometers, x-ray equipment, other
specialized equipment or means avallable, However, nothing In this policy shall
prevent a Court Security officer or Court Deputy from requiring any person to
submit to a seatch as set forth herein.

J. ANY PERSON WHO REFUSES TO SUBMIT TO A SEARCH OF THEIR PERSON OR THEIR
POSSESSIONS OR DOES NOT SATISFACTORILY PASS THE SCREENING PROTOCOLS
WiLL BE DENIED ACCESS TO THE CCCC,

2. Post Specific Procedures

A. Individuals entering the courthouse are regulred to:

vl

vil.

vlil.

Remove alf Items from their pockets: wallets, cell phones, keys, loose
change, etc. They may keep loose papers, cash, tissues, and glasses.
Glasses and cash are to be glven back if placed in a bowl. Aliow the person
to remove thelr own cash.

Remove their helt unless they are elderly, handicapped, or injured.

Remove heavy jackets and jackets with lots of zippers, buttons, pockets,
etc,

Accompanying adult, not G4S staff, Is to remove child or children from
stroliers and carrlages. Toys and stuffed animals are to be sent through
the x-ray machine. Allow parents to carry blankets and pacifiers, Carriages
are to be run through the x-ray machine. Strollers will be inspected by the
officer on polnt and returned to the owner on the other side of the
checkpoint.

Laptops and tablets are to be taken out of bags and scanned separately, If
a device is in a protective case It does not need to be removed. If a bag
goes through the x-ray machine and a device was not taken out, the owner
will be asked to remove it and the bag will be scanned again.

Cell phones can be left In bags that are completely secure, If a bag has an
opening where the cell phone can easlly fall out, ask the owner to remove
the cell phone and place It in a bowl.

All bags, purses, briefcases, etc. are to be zlpped and secure before passing
through the x-ray machine,

Drinks are not allowed except by parents with small children, pregnant
women, and employees, Acceptable drinks Include water, julce, Gatorade,
milk, ete. Soda, coffee, and energy drinks are not acceptable, {Employees
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of the courthouse are allowed to bring In any kind of drink except alcoholic
beverages.)

3, When Inspecting a person’s bag:

A
B.

Politely advise the person that you need to look inside thelr bag,

If the person refuses, advise them that they will not be allowed to enter the
building.

If the person allows you to search their bag, go through the matn parts and remove
bulky lkems as necessary.

If you cannot find the Item right away, then re-scan the bag along with any items
you removed. Place the removed Items In a separate bowl and rescreen
separately.

You may ask the person if they have the item shown on the x-ray monltor {ie. a
pocket knife). If the person knows where It Is, and it is a minor ftem, you may
allow them to remove It themselves, Do not stand close to the person as they
remove the item of concern,

Court Security Officers shall offer any individual In possession of a weapon
including, but are not limited to: knives, pepper spray, sclssors, tools, knitting
needles, ammo, and kubotans the opportunity to return to their vehicle to stare
it there or turn It In to security for disposal.

Court Security Officers shall notify CCSO of firearms entering the Facility through
a Code Blue. The suspect firearm will remain in the scanning machine until CCSO
arrives to interview the subject and take possession of the firearm to determine if
the Individual has a valid concealed weapons permit. CCSO will escort those with
valid permits back to their vehicle to secure the firearm or take appropriate legal
actlon If such permitting does not exist.

Allow the officer on the belt to be the sole person dolng the inspecting, All other
officers are to remalnh at thelr assighed post.

Additional Weapons List. The following list wlil serve as a reference. This fist Is
subject to change as new styles of weapons are introduced Into our system.

Officers will matntain a log of all seized items or contraband. Conttaband Is defined as “any
substance or article altered in a manner to definitively and effectively achleve an altemative
result, other that the item’s Intended usage,” All items will be turned over to the Operation’s
Manager ot Post Captaln to be recorded and held for approximately 60 days after which all lost-
and-found and confiscated Items not clalmed will be turned over to the Collier County Sheriff’s
Office to the Property and Evidence Department.




TYPES OF WEAPONS

FIREARMS WLLEGAL WEAPONS LEGAL WEAPONS
Handgun (Any Type) Stiletto Knife Knives
Shotgun Tear Gas Gun Scissors
Rifle Switchblade Knlife Macel/Pepper Spray
Blow gun Dirk/Dagger Datrts
Flare gun Spike/Ninja Key Chaln Razors
Pellet gun or rifle lee Pick Bullets, Ammunition
BB guh ot rifle Slingshot/Blackjack Screwdrivers
AirSoft gun or rifle Billle Club Hammet
Telescoplc Baton (ASP) Pliers
Throwing Stars (Shuriken} Wrench
Metalllc "Brass"” Knuckles Drill Bits
Sword Cane Carpet Culters
Taser/Stun Gun . Biket's Belt
Butterfly Knife Large Pins
Basehall Bat

4,

Poslition Responsibilities

A, Point

I, Greet people as they enter the courthouse. (Good morning/afternoon;
how may | help you? Do you know where you're heading?)

. Watch for signs of threats,

ill. Explaln what people are to do as they go through security screening.

iv. Return bowls to the lobby table.

v, Inspect strollers and take them to the owner on the other side of the

checkpoint,

vi. Control the fine by asking people to walt behind the stop sign until calied.

vli. Lightly shake bags and place them at the top of the beit.

vili. Verlfy that bags are zipped and secure,

Ix. Verify that bowls contaln no glasses, cash, or weapons,

X. Durlng a Code Blue or Code Red, move people to the front doors and wait
for further Instructions from the supervisor or the baiilffs,

B, Monltor

i. Look at items goinhg through the x-ray machine,

ll. Re-scan bags and bowls as needed,

Court Securily Screening Policy /Cellt
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Hi.

C. Belt

vi.

vii,

D, Wand

Advise the officer on the belt when an Inspectlion is reguired,

When the officer on the belt is Inspecting an ltem, the offlcer on the
monitor wiil stop the belt to take items coming out of the machine to the
table. The officer on the monitor will perform this function until the
inspection Is complete,

During a Code Blue or Code Red, stop the belt and hold the threat inside
the machine until advised otherwise by the supervisor or balliffs, If the
threat occurred at a different area on the checkpolnt, remain by the
monitor and hold all items until advised otherwlise by the supervisor.

Take the Items coming out of the machine to the table.

Place the items on the table and return to the belt for the next item. Do
not stand-by and walt for the person to take the Iltem out of the bowl.

Only ask people to use the side table when the main table is full,
Perform Inspections as requested by the officer on the monitor.
Return empty bowls to the counter next to the officer on the polnt.

Advise the officer on the point to hold the line when more than one person
sets off the metal detector,

During a Code Blue or Code Red, assist the person on monitor or wand
depending on the sltuation. Help the supervisor & bailiffs ldentify the
owner of the ltem in question.

perform a secondary Inspection of people who set off the metal detector.

. Officers are to check the person as a whole, not just one area, Be sure to

especially check the belt line, the small of the back, and the legs/knees.
Return bowls from the side table to the officer on the belt.

Ensure that people entering the courthouse come through the checkpolnt
and do not bypass screening. Also ensure that people walk through the
metal detector unless they have an Implanted medical device or some
other medical issue which precludes them from passing through the
magnetometer,

If people walk through the metal detector with their hands In thelr pockets
they are to be inspected.
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vi, ifaperson has a medical device, have them place their hand over it but do
not wand over that area. Inspect the rest of the person as normal. if the
person prefers to be pat down, the officer can do so as long as it is a
male/male or female/female.

vll. During a Code Blue or Code Red, control the lobby area and ask people to
exit through the back entrance (Annex). If the threat occurred while
inspecting someane with the wand, do not allow the person to reach for
the item. Call out the code and wait for assistance from the supervisor and
balllffs.

Please let your supervisor know if you have any questions or concerns. ;
5. Access During Non-Business Hours

I The CCCC s avatlable for authorized employee work schedules, as well as
appropriate activitles that do not Infringe upon nor interfere with the
primary purpose of the Court {l.e. the administration of justice) and which
do not compromise the safety and security of employees and the public.

. Non-business hour access to the CCCC is granted for construction and
renovation projects, MADD victim Impact sesslons, Teen Court,
department/agency workdays that do not colncide with AOC observed
holidays, etc.

ili. Vendors that are required to complete thelr work during non-business
hours (e.g. fire alarm repair/testing, telephone service, elevator service,
contractors and lessees In the CCCC, etc.) will be handled In the same
manner as those completing work during business hours. Agencles should
coordinate vendor services with Court Security to ensure that there are a
sufficlent number of Court Security Officers scheduled during that time.

6. Use of Electronic Devices in the Collier County Courthouse Complex

Pursuant to Rule 2.451 of the Florida Rules of Judiclal Administration the use of electronic
devices In a Courthouse or Court Facility Is subject at all times to the authorlty of the Chief
Judge to {a} ensure decorum and prevent distractions; (b) ensure the fair administration
of Justice; and {c) preserve court security. The Court recognizes the Increasing use of
mobile devices for business purposes and the trend towards “paperless” offices. A
standard must be established to balance the use of electronic devices with competing
neads and desires of the Court, Judges, medla, litigants, defendants, attorneys,
Constitutional Offices within the CCCC, and membets of the public.

Paga 8of 12
Court Securily Screening Pollcy /Collier-CCCC:
Created 2018




A. Pursuant to Florida Rule of Judiclal Adminlstratlon 2.451 Electronlc Devices are
defined as: An electronic device Is any device capable of making or transmitting
still or moving photographs, video recordings, or images of any kind; any device
capable of creating, transmitting, or recelving text or data; and any device capable
of receiving, transmitting, or recording sound. Electronic devices Include, without
limitation, film cameras, digital cameras, video cameras, any other type of camera,
cellular telephones, tape recorders, digital voice recorders, any type of audio
recorders, laptop computers, personal digltal assistants, or other similar
technological device with the abllity to make or transmit video recordings, audio
recordings, Images, text, or data.

B. Nothing hereln is Intended to apply to persons who require electronic devices (or
services requiring the use of electronic devices) under the Americans with
Disabliities Act of 1990 and or the Americans with Disabilittes Act Amendments
Act of 2008, excapt that electronic devices cannot be used to record or send
photographs, video or audio during a proceeding, unless specifically approved hy
the presiding Judge.

C. Cellular Phones

i, Public — members of the pubiic may not use or display cell phones in the
security checkpoint area, in any courtroom, or during any coutt proceeding.
All cell phones must be turned off and not viewed or displayed whitein any
courtroom. Merely muting a cell phone Is not acceptable nor is it In
compliance with these policles. They may be utilized In the administrative
and lobby areas of the CCCC. However, cell phones and other similar
electronic devices cannot be used to record or send photographs, video,
or audio,

li.  Attorneys — may use cell phones for texting, organizational functlons,
" research and wrlting functlons, and other data transmission functions. Cell
phones and other similar electronic devices cannot be used to record or

send photographs, video, or audio,

ill.  AOCEmployees, Law Enforcement and Certain Contractual Vendors— AOC
employees, law enforcement officers and certain contractual vendors
including, but not limited to interpreters and court reporters may use cell
phones for texting, organizational functlons, research and writing
functions, and other data transmisslon functions in the course of their
official duties.
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All cell phones must be placed on either sitent or vibrate mode. In rare
instances, with the permission of the preslding Judge, an AOC employee,
law enforcement officer and or certaln contractual vendors may use a cell
phone to make or recelve telephone calls, while in the courtroom.

D. Llaptop Computers, Similar Devices, and Other Portable Electronic Devlces

Public — Use of laptop computers and other portable electronic devices by
members of the general public, while In a courtroom or at a security
checkpolnt are prohibited unless granted by the presiding Judge.

Attorneys and Litigants Representing Themselves — Attorneys and litigants
representing themselves may use a laptop computer or other portable
electronic devices when thelr case Is in session and they are actively
participating In the proceeding. Attorneys may use electronic devices to
conduct research, check calendars, check or send emalls, and perform
other related tasks when In the courtroom, No computers or other
electronic device can be used to record or send photographs, video, or
audio. The transmission of materals on a computer to other peripheral
devices also In use during the proceeding, and specifically In advancement
of the proceeding, Is permissible. For example, the transmission and
display of a power point presentation is allowable,

AOC Employees, Law Enforcement and Certaln Contractual Vendors - AOC
employees, law enforcement officers and certain contractual vendors
including, but not limited to interpreters and court reporters may use
laptop computers and other portable electronic devices as necessary In the
course of their officlal dutles.

E. Use of Electronic Devices by Jurors

Pursuant to Rule 2.451 of the Florida Rules of Judicial Administration

3

Electronic devices, as defined hereln, must be removed as directed by the
preslding Judge from all members of a Jury panel upon belng sworn as the
jury at the beginning of the trlal. The electronic devices will be removed
and appropriately secured by the Court Deputy. At the beginning of the
trlal, the presiding Judge will advise the jury panel about the removal of
electronic devices.

Electronic devices that are removed from members of a jury panel may be
returned to the members of the jury panel, during recesses in the trial.
When jurors are sequestered, the prestding Judge may determine whether
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the electronlc devices will be removed from jurors, durlng the entire
period of sequestration.

lil.  From the time a person reports for jury service, until the person s
discharged from jury service, that person s prohibited from using
electronlc devices for any of the following purposes:

a. Making or transmitting still or moving photographs, audlo
recordings, video recordings, ot Images of any kind of the court
proceeding;

b, Transmitting or accessing texi or data durlng the court proceedings;

¢. Transmitting or accessing text or data about the case on which the
Juror Is serving;

d. Researching, transmitting, or accessing information about the case
on which the juror is serving;

e. Otherwlse communicating about the case on which the juror is
serving; or
Otherwise communicating about the jury deliberations.

g. Nothing In this procedure Is to be construed to limit or impair the
authorlty of the presiding Judge to grant permission to a juror to
retain his or her electronic device during trial proceedings.

F, Violatlons and Enforcement

I Violatlons of laws, ordinances, or these policles that occur within the CCCC
are considered serious Incidents. Court Security Officers will document
those incidents contemporaneous to the event.

il  Anyone violating the rules applylng to the use of electronic devices, as
stipulated herein will be subject to the discipline of the Court, including,
but not limited to, the Court's contempt authorlty, immediate removal
from the Courtroom or Courthouse.

fli. Addltionally a Court Security Officer or Court Deputy shall enforce this
policy upon order of the Court by confiscating electronlc devices that are
belng used In violation. Such devices shall be returned to the violator at
the concluston of thelr proceeding or at the close of business, as applicable.

END OF POLICY/PROCEDURES
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Charles Rice A '
Administrative Services Manager

Collier Coupty
Date: 5/4%49
Honorable Christine Grelder

Circult and Administrative Judge

Collier Countx
Date: |}tk '3

g.ﬂAm’*—"

Scott A, Wilsker

Tria} Court Administrator
Twentleth judiclal Clrcult
Date: _V\2.2

(gl &
Honerable Michael McHugh
Chief Judge

Twentleth Judictal Circult
Date:

Notice to:

Liza Flecha, Chief Deputy Court Administrator
Jeffrey N, Toraln, D.Sc,, CPP, Director of Court Securlty/Trial Court Security Coordinator
File
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Addendum to Administrative Order 2.18 - Amended

Court Security Screening Policy & Procedures

Glades County Courthouse
Administrative Office of the Courts
20% judiclal Clreult of Florlda

POLICY

All persons (with exceptions as provided hereln) entering the Glades County Courthouse shall be
subject to this court security screening policy at all times.

The Administrative Office of the Courts for the 20' Judicial Clrcuit of Florida (the “AOC") seelts to
establish an appropriate level of security that minimizes the opportunity for physical violence
and or injury to employees, the public, and anyone conducting business In the Glades County
Courthouse. Responstbllity for Implementing and enforcing this security pollcy falls under
Administrative Order 2.18 Courthouse and Courtroom Security (Amended 12/16/2020).

The purpose of this policy Is to establish procedures to be used by Court Deputies In Glades
County In the performance of their duties. This policy is not intended to address every
concelvable circumstance that may be encountered at the securlty checkpolint, but It Is Intended
to provide a framework for the appropriate response to Incldents and situations not directly
exprassed herein, ‘

The AOC does not and shall not discriminate on the basis of race, color, religion (creed), gender,
gender expresslon, age, natlonal origin (ancestry), disabllity, marital status, sexual orlentation, or
military status, In any of Its activitles or operations.

PROCEDURES

1. Court Deputles assigned to the security checkpolint shall screen all persons seeking
access to the Glades County Courthouse,

a. Court Deputles shall ensure that no Individual who is in possession of, or In control
of, any flrearm, weapon, explosive, hazardous device ot substance, mace or
pepper spray, any liquid In an open ot sealed contalner, shall be permitted to enter
and remain in the Courthouse.

EXEMPTIONS: Federal Judges and Judges of the State of Florlda, the elected or
appolinted State Attorney of the 20" Judicial Circult of Florida, the elected or
appointed Public Defender of the 201" Judiclal Circult of Florlda, the Trial Court
Administrator, Chief Deputy Court Adminlstrator, Director of Court Securlty/Trlal
Court Security Coordinator, Sherlff's Office Court Deputies or Balliffs, sworn law
enforcement officers {wearlng readily Identiftable department issued uniforms or
if in plain clothes officers able to provide ldentification} conducting officlal law
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enforcement business within the courthouse, and persons expressly authorized In
wrlting by the Chlef Judge, may retain any firearm or weapon in their possession
while in the Glades County Courthouse, and may enter therein without belng
subject to electronic and or related securlty screening, so long as these persons
possess proper Identification and are in full compliance with all applicable faws
regarding weapons possession, as set forth in Chapter 790, Florlda Statutes, Law
enforcement officers must possess and display official departmental or agency
credentlals with a photo, Badges alone are not an acceptable form of officlal
departmental or agency credentlals,

. Pursuant to Florlda Statute 790.06(12){a), Court Deputies shall ensure that no
employees enter the courthouse to Include employees of the Administrative
Office of the Courts, Glades County, Office of State Attorney, Office of Public
Defender, Glades County Supervisor of Elections, Glades County Praperty
Appraliser, Glades County Tax Collector, Glades County Clerk of Clrcuit Court and
certain contractual vendors (i.e, Coutt Interpreters and Court Reporiers) in
possession of, or in control ot, any firearm, weapon, explosive, hazardous device
or substance, mace or pepper spray; except as otherwise authorized by
Administrative Order or Florida Statutes. The discovery of lllegal weapons or
contraband as described In §932.701, Fiorida Statutes, or other violations of
criminal statutes occurring within this context will result in Immediate notification
to appropriate law enforcement authority for subsequent action In accordance
with Florida Statutes.

Magistrates, Judiclal Assistants, visiting Judicial Officers, Trial Court Administratar,
Director of Court Security/Trial Court Security Coordinator, the Chief Deputy Court
Administrator, and the Deputy Court Administrator are permitted to access the
Glades County Courthouse through the Sally Port Entrance. Although this
proviston authorizes a bypass of security screening, it does hot authorize any of
the aforementioned categories of persons to retaln any firearm, weapon,
explosive, hazardous device or substance, mace or pepper spray in thelr
possession while In the Glades Courthouse unless otherwise exempted herein,
Nothing herein shall prohibit the Trial Court Administrator from being authorlzed
to request a screening of one of the aforementioned categorles of persons under
warranted circumstances and at his or her discretion In order to protect those
within the Glades County Courthouse.

. Court Deputies shall ensure that, If for the purpose of an evidentiary proceeding,
It Is necessary to bring any firearm, weapon, explosive, hazardous device or
substance, mace or pepper spray, any Hquid in an open or sealed contalner Into
the Glades County Courthouse or Courtroom, the individual shall be escorted by a
Court Deputy,
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e. Court Deputles shall ensure that sworn law enforcement, probation, and parole
officers and agents, In uniform or plain clothes, while conducting personal
business before the Court shall be subjected to a search of their person and or
property anywhere In the Courthouse through the use of handheld or walk
through magnetometers, x-ray equipment, other specialized equipment or means
avalltable. They shall not be permitted to enter and remain In the courtroom In %
possession of, or In control of any weapon, explosive, hazardous device or
substance, mace or pepper spray, or any liquid in an open or sealed container,

f, Fire and EMS personnel responding to the Courthouse for an emergency wili be
met by a Court Deputy, or a Balllff and escorted to the needed area. Responding
personnel are not requlred to pass through the screening process,

g Court Deputies shall ensure that all persons, other than those excepted In the
preceding sections, and their briefcases, pocketbooks, packages, contalners and
other personal effects, including electronic devices, T.V. cameras, cellular
telephones, food ltems and unmarked trial exhibits, undergo electronic and or
related security screening, upon entty to the Courthouse. The discovery of illegal
weapons or contraband as described in §932,701, Florida Statutes, or other
violations of criminal statutes occurring within this context will result in immediate
hotlification to approptiate law enforcement authority for subsequent actlon in
accordance with Florida Statutes.

h. Employees of the Adminlistrative Office of the Courts, Glades County, Office of
State Attorney, Office of Public Defender, Glades County Supervisor of Electlons,
Glades County Property Appraiser, Glades County Tax Collector, Glades County
Clerk of Circuit Court, Glades County Employees and certaln contractual vendors
(.e., Court Interpreters and Court Reporters) must have thelr agency or business
Issued Identification on thelr person at all times, Employees of these offices may
bypass the security checkpoint with appropriate Identification. The above
referenced categorles of persons may enter the Glades County Courthouse with
food items and Hquids for personal consumption. Nothing in this policy shall
prevent a Court Deputy from requiring any person to submit to a search as set
forth herein,

L. Any person who refuses to submit to a search of thelr person or thelr possessions
or does not satisfactorily pass the screening protocols will be denled access to the
Courthouse.

2. Use of Electronic Devices in the Glades County Courthouse:

Page3 of 8
Court Securlty Screening Policy/Procedures fGlades
Created October 20207



Pursuant to Rule 2.215(b)(2) of the Florida Rules of Judicial Administration the Chief Judge
shall be the Administrative Officer of the Courts within the circult and shall, conslstent
with branch-wide policles, direct the formation and implementation of policles, and
priorities for the operation of all courts and officers within the circuit, The Chief Judge
shall exercise adminlistrative supervision over all judges and court personnel within the
Judicial clrcuit. The Chlef Judge shall be responsible to the Chief Justice of the Florida
Supreme Coutt. The Chief Judge may enter and slgn administrative orders, except as
otherwlise provided by this rule, The Chief ludge shall have the authorlty to require that
al! judges of the Court, other court officers, and court personnel comply with all court and
judicial branch policles, administrative orders, procedures and administrative plans.

Pursuant to Rule 2,451 of the Florida Rules of Judicial Administration the use of electronic
devices in a Courthouse or Court Facility Is subject at all times to the authority of the Chief
Judge to (a) ensure decorum and prevent distractions; (b) ensure the falr administration
of justice; and (c) preserve court security, The Court recognizes the Increasing use of
mobile devices for business purposes and the trend towards “paperless” offices. A
standard must be established to halance the use of electronic devices with competing
needs and desires of the Court, judges, media, litigants, defendants, attorneys,
constitutional offices within the Courthouse, and members of the public.

Pursuant to Florlda Rule of Judicial Administration 2.451(a) Electronic Devices are
defined as any device capable of making or transmitting stlif or moving photographs,
video recordings, or images of any kind; any device capable of creating, transmitting, or
recelving text or data; and any device capable of receiving, transmitting, or recording
sound. Electronic devlces Include, without limitation, film cameras, digital cameras,
video cameras, any other type of camera, cellular telephones, tape recorders, digital
volce recorders, any type of audio recorders, laptop computers, personal digital
assistants, or other similar technological device with the abliity to make or transmit
video recordings, audia recordings, images, text, or data,

Nothing In this policy is Intended to apply to persons who require electronic devices {or
services requiring the use of electronic devices) under the Americans with Disabillties Act
of 1990 and or the Americans with Disabilities Act Amendments Act of 2008, except that
electronic devices cannot be used to record or send photographs, video or audio during
a proceeding unless specifically approved by the presiding judge.

. Members of the Meadia — for the purpose of this addendum, “media” is defined as: 1)
traditional print and broadcast communications channels, such as radlo, television,
newspapers, and magazines, through which news and information Is disseminated that
reach or Influence people widely for newsworthy, entertalnment, or other purposes; 2)
motion picture entlties, including documentary and Independent fllmmakers; and 3} the
next generation of digital, computerized or networked information and communication
technologies, not directly associated with traditlonal print and/or broadcast media
entitles and define as: online entity which was a previously established, independent slte
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that contalns regularly updated original news content above and beyond links, forums,
troubleshooting tips and reader contributions; and sald content is thoroughly reviewed
by an Independent editor before publication. Fan sites, weh logs and/or portable websites
do not qualify as medla. The Individual and/or entity requesting to cover any judicial
proceeding In the Clrcult must demonstrate proof It meets the definition of media.
Additionally all media must comply with the 20 Judicial Circult Local Guide to Courtroom
Media Coverage, which governs technology coverage of judiclal proceedings (found at
https://www.ca.clis20.org/home/media/mediaruls.asp).

4. Cameras and/or other recording devices (not including cell phones, tablets or laptops):

a. Public: Members of the public may not bring cameras or any other recording
device that's for the sole purpose of videolng, filming and/or audio recording
and visual storage and transmisslon into the Glade County Courthouse without
expressed the expressed written permission from the Chief Judge or authorized
designee, All members of the public will be advised to store these devices in
their vehicle. Video and audio recording within the Glades County Courthouse
without permission from the Chief Judge or authorized designee Is PROHIBITED.

b. Media: Members of the medla as defined In section 3 will be granted permission
to enter the facility with any recording equipment essentlal to the performance of
thelr job requirements that has been screened by Court Deputies,

¢, Courthouse Employees & Certaln Contractual Vendors: Courthouse employees
and certain contractual vendors Including, but not limited to Interpreters and
Court Reporters may possess cameras and other recording devices If nheeded In
the performance of thelr official dutles, Department heads and supetrvisors shall
monitor these dutles and ensure recording and the transmisslon of video and
audio is in line with department policies and Is appropriately handled.

5, Cellular Telephones:

a. Public: Members of the public may not use or display cell phones in the security
checkpolnt area, In any courtroom, or during any court proceeding. All cell phones
must be turned off and not viewed or displayed while In any courtroom, Merely
muting a cell phone is not acceptable nor Is it in compliance with these policles.
Cell phones and other similar electronic devices cannot be used to record or send
photographs, video, or audio.

b. Attorneys: may use cell phones for texting, organizational functions, research and
writing functions, and other data transmission functions. Cell phones and other
similar electronic devices cannot be used to record or send photographs, video, or
audio,
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c. Court Employees & Certaln Contractual Vendors: Court employees and certain
contractual vendors Including, but not limited to Interpreters and Cotirt Reporters
may use cell phones for texting, organizational functlons, research and writing
functions, and other data transmission functlons In the course of thelr officlal
dutles, All cell phones must be placed on either sllent or vibrate mode. In rare
Instances, with the permission of the presiding judge, a court employee may use
a cell phone to make or recelve telephone cails while in the courtroom,

6. Laptop Computers, Similar Devices, and Other Portable Electronic Devlces:

a. Publict Use of laptop computers and other portable electronic devices by
members of the general public is PROHIBITED unless granted by the presiding
Judge,

b. Attorneys and Litisants Representing Themselves: Attorneys and litigants
representing themselves may use a laptop computer or other portable electronic
devices when thelr case Is in session and they are actively participating in the
proceeding. Attorneys may use electronic devices to conduct research, check
calendars, check ot send emalls, and perform other related tasks when in the
courtroom. No computers or other electronic device can be used to record or
send photographs, video, or audio, The transmission of materials on a computer
to other peripheral devices aiso In use during the proceading, and specifically In
advancement of the proceeding, Is permissible, For example, the transmission
and display of a power point presentatlon is allowable.

¢. Courthouse Employees and Certain Contractual Vendors: Courthouse employees
and certaln contractual vendors including, but not limited to Interpreters and
Court Reporters may use laptop computers and other portable electronic devices
as hecessary in the course of their officlal duties.

7. Violations and Enforcement:
Rule 2,215{b){5) of the Florida Rules of Judiclal Administration provides that the Chief
Judge may designate a judge In any court or court division of circult or county courts as
“administrative Judge” of any court or divislon to assist with the adminlstrative
supetvision of the court or division, The designee shall be responsible to the Chief
Judge, shall have the power and duty to carry out the responsibllities assigned by the
Chlef Judge, and shall serve at the pleasure of the Chief Judge.

Pursuant to Rule 2.215(b}(5) of the Florida Rules of Judiclal Adminlstration, anyone
violating the rules applying to the use of electronic devices as stipulated above will be
subject to the discipline of the Court as determined by the Administrative Judge of the
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Glades County Courts, Including, but not limited to, the Court’s contempt authority,
Immaedlate removal from the Courtroom or Courthouse.

Additionally a Court Deputy or Baillff shall enforce this policy upon order of the Court by
confiscating electronic devices that are belng used in violation. Such devices shall be
returned to the violator at the conclusion of their proceeding or at the close of business,
as applicable.

8. Use of Electronic Devices by Jurors:
Pursuant to Rule 2.451 of the Florida Rules of Judicial Administration —

a. Flectronic devices, as defined above, must be removed as directed by the
presiding Judge from all members of a Jury panel upon being sworn as the jury at
the bheginning of the trlal. The electronic devices will be removed and
appropriately secured by the balliff, At the beginning of the trial, the presiding
Judge will advise the Jury panel about the removal of electronic devices.

b. Any electronic devices remove from members of a jury panel may be returned to
the members of the Jury panel during recesses In the trial. When jurors are
sequestered, the presiding Judge may determine whether the electronic devices
will be removed from Jurors during the entire period of sequestration.

c. From the time a person reports for jury service until the person Is discharged from
Jury service, that person Is prohibited from using electronic devices for any of the
following purposes:

I, Making or transmitting still or moving photographs, audic recordings,
video recordings, or Images of any kind of the court proceeding;
il.  Transmitting or accessing text or data during the court proceedings;
i, Transmittlng or accessing text or data about the case on which the juror s
serving;
iv.  Researching, transmitting, or accessing Informatlon about the case on
which the juror s serving;
v.  Otherwise communicating about the case on which the Juror is serving; or
vl.  Otherwise communicating about the jury deliberations.
vil.  Nothingin this procedure is to be construed to limit or impair the authority
of the presiding Judge to grant permission to a juror to retaln his or her
electronic device during trial proceedings.

END OF POLICY/PROCEDURES
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Bawn Oliver
Administrative Services Manager
Hendry ang Glades Countles

HonerahleTack Lundy.~

Clgeuit and Admiplstrative Judge
lades Count\/
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Scott A. Wilsker
Trial Court Administrator

Twentleth Judicial Clrcult
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Q /?-J ’ C/
Honorable Michael McHugh
Chief Judge
Twentieth Judiclal Circuit
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Notice to:

Liza Flecha, Chief Deputy Court Administrator
Jeff Torain, Director of Court Security/Trial Court Security Coordinator
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Addendum to Administrative Order 2.18

Court Security Screening Policy & Procedures

Hendry County Courthouse Complex |
Adminlstrative Office of the Courts
20 Judiclal Clreult of Florlda

poLICY - |

All persons (with exceptions as provided herein) entering the Hendry County Courthouse
Complex (the "HCCC") shall be subject to this court securlty screening policy at all times. For the B
putpose of this document the Hendry County Courthouse Complex includes all three wings of the ’
courthouse bullding,

The Administratlve Office of the Courts for the 20t fudiclal Clrcult of Florlda (the “ADC") seeks to
establish an appropriate level of securlty that minimizes the opportunity for physical violence
and or Injuty to employees, the public, and anyone conducting business in the HCCC,
Responsibility for implemanting and enforcing this securlty policy falls under Administrative
Order 2,18 Courthouse and Courtroom Securlty (Revised 1/20/00).

The putpose of this policy Is to establish procedures to be used by Court Deputlas In Hendry
County In the performance of thelr dutles, as they relate to the security checkpolnts, This policy
{s not Intended to address every concelvable clrcumstance that may be encountered at the
securlty checkpolnt, but It is Intended to provide a framework for the approptiate response to
incidents and situations not directly expressed herein,

The AQC does not and shall not discriminate on the basls of race, color, religlon {creed), gender,
gender expresston, age, national origin (ancestry), disability, marital status, sexual orlentatlon, or
military status, in any of its actlvities or operations,

PROCEDURES

1. Court Deputles assigned to the security checkpoint shall screen all persons seeking
access to the Hendry County Courthouse Complex.

a. Court Deputies shall ensure that no Individual Is In possesslon of, or In control of,
any flrearm, weapon, explosive, hazardous device or substance, mace or pepper i
spray, any liquld In an open or sealed container, shall be permitted to enter and
remalin in the Courthouse Complex.

EXEMPTIONS: Federal Judges and Judges of the State of Florida, the elected or
appolnted State Attorney of the 20™ Judicial Circult of Florlda, the elected or
appolnted Public Defender of the 20" Judicial Circuit of Florida, the Trial Court
Adminlstratot, Chief Deputy Court Admlnistrator, Director of Court Security/Trial
Court Securlty Coordinator, Sherlff's Office Coutt Deputles or Baillffs, Court P
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Securlty Officers, sworn law enforcement offlcers wearlng readily identifiable
department Issued uniforms or If in plain clothes able to provide ldentiflcatlon,
who are conducting officlal law enforcement buslness within the courthouse
complex, and persons expressly authorized In writing by the Chief Judge, may
retaln any firearm or weapon In thelr possession while in the Courthouse Complex,
and may enter thereln without being subject to electronic and or related security
screening, so lohg as these persons possess proper identification and are in full
compllance with all applicable laws regarding weapons possession, as set forth in
Chapter 790, Florida Statutes, Law enforcement offlcers must possess and display
offictal departmental or agency credentlals with a photo, Badges alone are hot an
acceptable form of official departmental or agency credentials,

. Pursuant to Florida Statute 790.06(12){a), Court Deputies shall ensure that no
employee or elected officlal of the courthouse complex to Include the
Admlinistrative Office of the Courts, Hendry County School Board, Supetvisor of
Elections, Property Appralser, Tax Collector, Guardian Ad Litem, Clerk of Court and
certaln contractual vendors (i.e,, Court Interpreters and Court Reporters) be
allowed to enter the facllity In possession of, or In control or, any firearm, weapon,
exploslve, hazardous device or substance, mace or pepper spray; except as
otherwise authorized by Adminlistrative Order or Florida Statutes.

Court Deputles shall ensure that, if for the purpose of an evidentiary proceeding,
H Is necessary to bring any firearm, weapon, explosive, hazardous device or
substance, mace or pepper spray, any liquid In an open sealed contatner Into the

Courthouse Complex, the individual shall be escortad by a Ballff to the deslgnated
courtroom,

. Court Deputies shall ensure that any sworn law enforcement, probatlon, and
parole offlcers or agents, not wearing a readily ldentiflable agency lssued
uniform, not carty firearms while conducting offlcial law enforcement business
within the Courthouse Complex. The above referenced categories of persons shall
secure all firearms in thelr possession In a secure gun locker at the security
checkpoint upon entering the Courthouse Complex,

. Court Deputies shalt ensure that sworn law enforcement, probation, and parole
offices and agents, ih_unifoym or plaln clothes, while conducting personal
business before the Court shall be subjected to a search of thelr person and or
property anywhere in the Courthouse Complex through the use of handheld or
walk through magnetometers, x-ray equipment, other speciallzed equipment or
means available, The aforementioned categotles of persons In possession of, or
In control of, any firearm shall secure all firearms In thelr possession In a secure
gun locker at the securlty checkpolnt upon entering the courthouse complex.
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However, they shall not be permitted to enter and remaln In the Coutthouse
Complex In possession of, ar In control of any weapon, explosive, hazardous

device or substance, mace or pepper spray, or any liquid in an open or sealed
container,

Flre and EMS personnel responding to the Courthouse Complex for an emergency
will be met by Court Deputles or a Balliff and escorted to the needed area.
Responding personhel are not required to pass through the screening process,

Magistrates, Clvit Traffic Hearing Offlcers, Child Support Hearing Officers, Judicial
Asslstants, the electad or appolnted Supervisor of Elections, the elected or
appointed Property Appralset, the elected or appointed Clerk of Court, the electad
or appolnted Superintendent of Schools, the Trial Court Administrator, and the
Deputy Court Adminlstrator are permitted to access the Courthouse Complex
through the Judicial Entrance. Although this provislon authorlzes a bypass of
secutity screening, it does not authorize any of the aforementloned categorles of
persons to retaln any firearm, weapon, exploslve, hazardous device or substance,
mace or pepper spray In thelr possession while In the Courthouse Complex.
Nothing in this policy shall prohibit the Trlal Court Administrator from belng
authorized to request a screening of one of the aforementioned categorles of
persons under warranted clrcumstances and at his or her discretion In order to
protect those within the Courthouse Complex.

Court Deputles shali ensure that all persons, other than those excepted In the
preceding sectlons, and thelr briefcases, pockethbooks, packages, containers and
other personal effects, Including pagers, T.V. cameras, cellular telephones, food
jtems and unmarked trlal exhiblts, underge electronlc and or related securlty
screening, upon entry of the Courthouse Complex. The discovery of llegal
weapons or contraband as described In §932,701, Florida Statutes, or other
violatlons of criminal statutes occurring within this context will result In immediate
notification to appropriate law enforcement authorlty, so that an arrest and
selzure may be effectad,

County Employees, Adminlstrative Office of the Court Employees, Courthouse
Complex Employees, Attarneys, and certaln contractual vendors {l.e,; Court
Interpreters and Court Reporters) with proper identiflcation may advance to the
beglnning of the screening line through a dssignated entry point. Proper
Identification is defined as an offlclal departmental or agency credential with
photo. All stated empioyees must have their agency Issued identification on thelr
person at all times while In the Courthouse Complex, and be prepared to present
the same when requested to do so by Court Deputles or a Balllff. The ahove
refarenced categories of persons may enter the Courthouse Complex with food
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items and liquids for personal consumption, these ltems are subject to search by -
use of handheld or walk through magnetometers, x-ray equlpment, other
spectalized equipment or means available. However, nothing in this policy shall
prevent a Coutt Deputles or Baillff from requlring any person to submit to a search
as set forth herein,

J. Any person who refuses to submlt to a search of thelr person or their possessions

or doas not satisfactorily pass the scraening protocols will be denled access to the
Courthouse Complex.

2, Use of Electronic Devices In the Courthouse Complex:

Pursuant to Rule 2.215{b}{2) of the Florlda Rules of Judiclal Administration the chlef Judge

shall be the administrative offlcer of the courts within the clrcult and shall, consistent with

branch-wide policies, direct the formation and Implementation of policias, and priorities :
for the operation of alt courts and offlcers within the clrcult, The chief judge shall exercise i
administrative supervision over all Judges and court personnel within the judiclal circult,

The chief judge shall be responsible to the chief justica of the Supreme Court, The chlef

judge may enter and sign adminlstrative orders, except as otherwise provided by this rule.

The chief judge shall have the authority to require that all judges of the court, other court

offlcers, and court personnel comply with all court and judictal branch policlas,

administrative orders, procedures and administrative plans.

Pursuant to Rule 2.451 of the Florlda Rules of Judicial Administration the use of electronic
devlices In a Courthouse or Court Facility Is subject at all times to the authority of the Chlef
Judge to (a} ensure decorum and prevent distractions; (b) ensure the falr administration
of justice; and (c) preserve court security. The Court recognizes the Increasing use of
moblle devices for business purposes and the trend towards “paperless” offices, A
standard must be established to balance the use of slectronic devices with competing
needs and deslres of the Court, Judges, media, llitigants, defendants; attornays, ;
Constitutlonal Offices withln the Courthouse Complax, and members of the public. :

Pursuant to Florlda Rule of Judicial Administration 2.451(a) Electronic Davices are
defined as any device capable of making or transmitting stlll or moving photographs,
vldeo recordings, or images of any kind; any device capable of creating, transmitting, or
racelving text or data; and any device capable of recelving, transmitting, or recording
sound, Electronic devices include, without liritation, film cameras, digital cameras,
video cameras, any other type of camera, cellular telephones, tape recorders, digital 5
volce recorders, any type of audlo recorders, laptop computers, personal digital

assistants, or othet simllar technological device with the abllity to make or transmit

video racordings, audio recordings, Images, text, or data.

Nothing In this pollcy is Intended to apply to persons who require electronic devices {or o
services requiring the use of electronic devices) under the Amerlcans with Disabilitles Act !
of 1980 and or the Americans with Dlsabliitles Act Amendments Act of 2008, except that
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electronic devices cannot be used to record or send photographs, video or audlo during
a proceeding unless specifically approved by the presiding Judge.

3. Members of the Media - for the purpose of this addendum, “media” is defined as: 1)
traditional print and broadcast communications channels, such as radio, television,
newspapers, and magazines, through which news and information s disseminated that
reach or influence people widely for newsworthy, entertainment, or other substantially
similar purposes; 2) motion plcture entltles, Including documentary and Independent
fllmmakers; and 3} the next generation of digital, computerized or networked Information
and communication technologles, not directly assoclated with traditlonal print and/or
broadcast media entltles and define as; online entity which was a previously established,
Independent slte that contains regularly updated orlginal news content above and
beyond links, forums, troubleshocting tips and reader contributions; sald content Is g
thoroughly reviewed by an independent editor before publication. Fan sites, web logs
ahd/or portable websites do not qualify as medla. The Individual and/or entity requesting ;
to cover any-judiclal proceeding In the circult must demonstrate proof It meets the
deflnltion of media, Additionaily all media must comply with the 20" Judlclal Clreult Local
Guide to Courtroom Medla Coverage, which governs technology coverage of Judicial
Proceedings {found at https://www.ca.clls20.org/home/media/mediaruls.asp).

Membets of the Media witl report to the first floor Court Administration Offlce behind the
securlty checkpoint to recelve couttroom assignments/locations, Instructions from the
court, and/or specific locatlons for device setup in courtroom/medla rooms.

4, Cametras and/or other recording devices [not Including cell phones, tablets or laptops):
Public: Members of the public may hot bring cameras or any other recording
device that's sole purpose Is to video, film and/or record audia and visual for
storage and transmission Into the HCCC without expressed written permission
from the Chief Judge or thelr designea. All members of the public will be advised
to store these devices In thelr vehicle, Video and audio recording within the :
HCCC without permission from the Chlef Judge or thelr deslignee Is PROHIBITED. e

Medla: Members of the media as deflned in sectlon 3 will be granted permission
to enter the facllity with any recording equipment essentlal to the performance of
thelr Job requlrements that has been screened by Court Deputies. The media will
be directed to the Court Administration Office on the first floor of the Courthouse
Complex behind the security checkpolnt to recelve courtroom
asslgnments/locatlons, Instructions from the court, and/or specific locations for
device setup In courtroom/media rooms.

Courthouse Employees & Certain Contractual Vendors: Courthouse employees
and certain contractual vendors Including, but not limited to Interpreters and
court reporters may possess cameras and other recording devices If neaded in the
performance of thelr officlal duties. Department heads and supervisors shall
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monitor these dutles and ensure recording and the transmission of video and
audio s In line with department policies and appropriately handled.

5, Cellular Telephones:

: al

G

Public — Members of the public may not use or display cell phones in the security
checkpolnt area, In any courtroom, or during any court proceeding, All cell phones
must be turned off and not vlewed or displayed while in any courtroom. Merely
muting a cell phone Is hot acceptable nor s It In compliance with these policles,
Cell phones and other similar electronic devices cannot be used to record or send
photographs, video, or aud!o.

Attorneys —may use cell phones for texting, organizational functions, research and
writing functions, and other data transmission functions. Cell phones and other
similar electronic devices cannot be used to record or send photographs, video, or
audio,

Court Employees & Certaln Contractual Vendors — Court employees and certain
contractual vendors Including, but not limited to interpreters and court reporters
may use cell phones for texting, organlzatlonal functions, research and writing
functlons, and other data transmission functions In the course of thelr offlcial
dutles, All cell phones must be placed on either sllent or vibrate mode. In rare
Instahces, with the permission of the presiding Judge, a court employee may use
a cell phone to make or recelve telaphone calls while in the courtroom,

6. Laptop Computers, Simllar Devices, and Other Portable Elactronic Devices:

a. Publlec - Use of laptop computers and other portable electronic devices by

members of the general public s prohibited unless granted by the presiding Judge.

Attorneys and Litigants Representing Themselves — Attorneys and litigants
representing themselves may use a laptop computer or other portable electronic
devices when thelr case Is In sesslon and they are actlvely partlclpating In the
proceeding. Attorneys may use electronic devices to conduct research, check
calendars, check or send emalls, and perform other related tasks when in the
courtroom. No computers or other electronlc device can be used to record or
send photographs, vldeo, or audio, The transmission of materlals on a computer
to other peripheral devices also In use durlng the proceeding, and specifically in
advancement of the proceeding, Is permissible. For example, the transmlssion
and display of a power polnt presentatlon Is allowable.

Court Employees and Certain Contractual Vendors ~ Court employees and certaln
contractual vendors Including, but not limited to Interpreters and court reporters
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7.

may use japtop computers and other portable electronic devices as necessary In
the course of thelr official duties,

Violations and Enforcement:

Rule 2.215{b}{5) of the Florida Rules of Judicial Administration provides that the chlef
Judge may designate a Judge In any court or court division of circult or county courts as
“administrative judge” of any court or dlvision to assist with the administrative
supetvision of the court or division, The designee shall be responsible to the chief judge,
shalt have the power and duty to carry out the responsiblllties assigned by the chlef
judge, and shali serve at the pleasure of the chief Judge.

Pursuant to Rule 2.215(b)(5) of the Florida Rules of Judiclal Administration, anyone
vlolating the rules applying to the use of electronic devices as stipulated above wilt be
subject to the discipline of the Court as determined by the Administrative Judge of the
Hendry County Courts, including, but not limited to, the Court’s contempt authorlty,
immediate removal from the Courtroom o Courthousa,

Additionally a Court Deputy at Balliff shall enforce this pollcy upon order of the court by
confiscating electronic devices that are being used in violation, Such devices shall be
returned to the violator at the conclusion of thelr proceeding or at the close of business,
as applicable,

Use of Electronlc Devices by Jurors:
Pursuant to Rufe 2.451 of the Florida Rules of Judiclal Admlnistration —

a. Electronic devices, as deflned above, must be removed as dirested by the
presiding Judge from all members of a Jury panel upon belng sworn as the Jury at
the beglhning of the trlal, The electronic devices will be removed and
approptiately secured by the balllff. At the beglhning of the trial, the presiding
Judge will advise the jury pane] about the removal of electronic devices.

b, Any electronic devices remove from members of a jury panel may be returned to
the members of the Jury panel during recesses In the trial. When Jurors are
sequestp.red, the presiding Judge may determine whether the electronic devices
will be removed from Jurors during the entire perlod of sequestration,

¢. From the time a person reports for Jury service until the person Is discharged from
Jury service, that person Is prohlblted from using electronic devices for any of the
followlng purposes;

i,  Making or transmitting stili or moving photographs, audio recordings,
video recordings, or images of any kind of the court proceeding;
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il. ~ Transmitting or accessing text or data during the court proceedings;
il Transmitting or accessing text or data about the case on which the juror Is

serving;

v, Researching, transmitting, or accessing Information about the case on

which the juror Is serving;

v.  Otherwise communicating about the case on which the Juror Is serving; or
vl.  Otherwlse communicating about the Jury dellberations,
Vil.  Nothing Inthis procedure Is to be construed to fimit or impalr the authority
of the preslding Judge to grant permission to a juror to retaln his ot her
electronlc device during trial proceedings.

END LiCY/PROCEDURES

ver
Administrative Services Manager
Hendry and Glades Countles

Hono¥able James D, Sloan
Clrouit and Administrative Judge

Hendry Cou
Date: I\ h i‘tl

ch.ﬁ. A. QJJLL—

Scott A, Wilsker
Trial Court Administrator

Twentleth Judiclal Clrcuit
Date: ‘

2 e

Honorable Michael McHugh
Chief Judge .
Twentieth Judiclal Circuit
pate: _ {1 {214
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MNotice to;

Liza Flecha, Chlef Deputy Court Administrator
Jeff Toraln, Directer of Court Securlity/Trial Coutt Security Coordinator
Flle
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Court Security Screening and Access Control

Policy & Procedures

Lee County Justice Center Complex

Administrative Office of the Courts
20% Judiclal Circult of Florlda

POLICY

The Lee County Justice Center Complex (the “JCC") Is a designated secure facliity. As such, it Is
the responsibility of the Administrative Office of the Courts {the “AOC") to establish a minlmum
level of pratection for the beneflt of all departments and agencles housed in the JCC. The AOC
seeks to establish an approptiate level of securlty that minimizes the opportunity for physical
violence and or Injury to employees, the public, and anyone conducting business In the JCC,
Responsibility for implementing and enforcing this security policy falls under Administrative
Order 2,18 Coutthouse and Courtrgom Security (Revised 1/20/00),

The purpose of this policy is to establish procedures to be used by Court Security Officers
(inclusive of AOC employees, as well as other agency employees housed in the JCC) In the
performance of thelr dutles, as they relate to the security checkpoints at the JCC or the Cape
Coral Government Center {the “CCGC"). It is not intended to address every concelvable
circumstance that may be encountered at the security checkpoint, but it is intended to provide a
framework for the appropriate response to incidents and sltuatlons not directly expressed herein,

ALL PERSONS (WITH EXCEPTIONS AS PROVIDED HEREIN) ENTERING THE LEE COUNTY JUSTICE
CENTER COMPLEX (THE “JCC”) SHALL BE SUBIECT TO THIS COURT SECURITY SCREENING AND
ACCESS CONTROL POLICY AT ALL THVES.

The AOC does not and shall not discriminate on the basis of race, color, religion {creed), gender,
gender expression, age, national origin (ancestry), disabllity, marltal status, sexual orlentation, or
military status, in any of its actlvitles or operations.

PROCEDURES
Sacurity Screening

1. Court Security Officers assigned to the securlty checkpolnt shall screen all persons seeking
access to the Lee County Justice Center Complex.

A. Court Security Officers shall ensure that no individual Is In possession of, or in
control of, any firearm, weapon, explosive, hazardous device or substance, mace
or pepper spray, any liquid In an open or sealed container, shall be permitted to
enter and remaln In the lustice Center Complex,
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EXEMPTIONS: Federal ludges and Judges of the State of Florlda, the elected or
appolnted State Attorney of the 20" Judiclal Circuit of Florida, the elected or
appointed Public Defender of the 20" Judiclal Circult of Florida, the Trlal Court
Administrator, Chief Deputy Court Administrator, Director of Court Secutity/Trial
Court Security Coordinator, Sheriff's Office Court Deputles, Court Securlty Officers,
sworn law enforcement officers wearing readily Identiflable department issued
uniforms who are conducting officlal law enforcement business within the JCC,
and persons expressly authorized in writing by the Chief Judge, may retain any
firearm or weapon in thelr possession while in the JCC, and may enter therein
without belng subject to electronic and or telated securlty screening, so long as
these persons possess proper Identification and are in full compliance with all
applicable laws regarding weapons possession, as set forth In Chapter 790, Florida
Statutes. Law enforcement officers must possess and display officlal
departmental or agency credentials with a photo, BADGES ALONE ARE NOT AN
ACCEPTABLE FORM OF OFFICIAL DEPARTMENTAL OR AGENCY CREDENTIALS,

. Pursuant to Florida Statute 790.06(12){a), Court Security Officers shall ensure that
nho employee of the JCC, to Include employees of the Administrative Office of the
Courts, Lee County Clerk of Circult Court and Comptroller, Office of the State
Attorney, Public Defender’s Office, Lee County Facilities Construction &
Management, Guardian Ad Litem, as welf as vendors (e.g. court interpreters, court
reporters, expert winesses, technicians, delivery persons, etc.) be allowed to
enter the facility In possession of, or in control or, any firearm, weapon, explosive,
hazardous device or substance, mace or pepper spray; except as otherwise
authorized by Administrative Order or Florida Statutes,

. Court Securlty Officers shall ensure that, If for the purpose of an evidentiary
proceeding, it Is necessary to bring any firearm, weapon, explosive, hazardous
device or substance, mace or pepper spray, any liguid in an open or sealed
container into the JCC, the Individual shall be escorted by a Court Deputy to the
designated courtroom.

. Court Securlty Officers shall ensure that any sworn law enforcement, probation,
and parole offlcers, Investlgators or agents, not wearing a readily identifiable
agency issued uniform, not carry firearms while conducting officlal law
enforcement business within the JCC. The above referenhced categories of persons
shall secure all firearms In thelr possession In a secure gun locker at the security
checkpolnt upon entering the JCC,

Court Security Officers shall ensure that sworn law enforcement, probation, and
parole officers, Investigators and agents, in_uniform or plain clothes, while
conducting personal business, before the Court, shall be subjected to a search of
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their person and or property anywhere In the JCC, through the use of handheld or
walk through magnetometers, x-ray equipment, other speclalized equipment or
means avallable, The aforementioned categories of persons in possession of, or
In control of, any firearm shall secure all firearms In thelr possession in a secure
gun locker at the security checkpoint, upon entering the JCC. However, they shall
not be permitted to enter and remain In the JCC In passession of, or In control of
any weapon, explosive, hazardous device or substance, mace or pepper spray, ot
any liquid In an open or sealed container.

Fire and EMS pe&sonnel responding to the ICC for an emergency will be met by
Court Security Offlcers or Court Deputies and escorted to the needed area.

Responding personnel are not required to pass through the screening process, but
must be escorted at all times.

. Magistrates, Hearlng Officers, Judicial Assistants, visiting Judicial Officers, the
elected or appointed Clerk of Circuit Court and Comptroller, the Public Defender,
State Attorney, Trial Court Administrator and the Chilef Deputy Court
Administrator are permitted to access the JCC through the Judges Garage.
Although this provision authorizes a bypass of securlty screening, it does not
authorize any of the aforementloned categorles of persons to retain any firearm,
weapon, explosive, hazardous device ot substance, mace or pepper spray in their
possassion while In the JCC, unless otherwlise exempted herein. Nothing hereln
shall prohibit the Trlal Court Administrator from being authorized to request a
screening of one of the aforementioned categories of persons under warranted
clreumstances and at his or her discretion In order to protect those within the JCC,

. Court Security Officers shall ensure that all persons, other than those excepted in
the preceding sectlons, and thelr briefcases, pocketbooks, packages, contalners
and other personal effects, including pagers, T.V. ¢ameras, cellular telephones,
food items and unmarked trial exhibits, undergo electronic and or related securlty
screening, upon entry to the JCC, The discovery of illegal weapons or contraband
as described In §932,701, Florida Statutes, or other violations of criminal statutes
occurting within this context wili result In immediate notification to the
appropriate law enforcement authority, so that an arrest and selzure may be
effected.

Employees of the Administrative Office of the Courts, Lee County Clerk of Circuit
Court and Comptroller, Office of the State Attorney, Public Defender’s Office, Lee
County Facllltles Construction & Management, Guardian ad Litem, U.S. Senate and
State Senate offices, as well as vendors {e.g. court interpreters, court reportets,
~ expert witnesses, techniclans, delivery persons, etc.) must have thelr agency or
business Issued identlfication on thelr person at all times, when attempting to
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bypass a security checkpoint or enter a restricted area, while in the JCC, and be
prepared to present the same when requested to do so by Court Security Officers |
or Court Deputies. The above referenced categories of persons (excluding “
vendors) may enter the JCC with foad items and liquids for personal consumption,
these items are subject to search by use of handheld or walk through
magnetometers, x-ray equipment, other specialized equipment or means
available. However, nothing in this policy shall prevent a Court Security officer or ]
Court Deputy from requiring any person to submit to a search as set forth herein.

J.  ANY PERSON WHO REFUSES TO SUBMIT TO A SEARCH OF THEIR PERSON OR THEIR
POSSESSIONS OR DOES NOT SATISFACTORILY PASS THE SCREENING PROTOCOLS
WILL BE DENIED ACCESS TO THE JCC.,

Access Control

1. Permissions for entry will be strictly controlled to provide for only that amount of
access necessary to carry out the functions of the Court and supporting agencies.

A. Access Control- Administrator {the "ACA")

. The Director of Court Security via the AOC Security Department serves as
the Access Control Administrator {the “ACA”} and s responsible for the
utility, security, maintenance and coordination of the card access system
with suppott from Lee County Facilities Construction & Management;

“l.  S/he exercises the authorization, on hehalf of the Trial Court Administrator,
to approve and assigh employee {AOC and agency employees), visitor and
vendor access to the JCC;

ili. Provides authorized employees and visitors with access to the JCC and
offlces when metal keys or Access |D Badges are not avallable; and

lv.  Conducts dally physical security Inspections of the JCC durlng and after
hours,

B. Division/Department/Agency - ACA
I,  AOC division/department directors and agencles housed In the JCC shall

designate a person to serve as the Divislon/Department/Agency - Access
Control Administratar; i
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li.  The Dlvislon/Depariment/Agency - ACA should be a management-level
employee designated by each dlvision/department/agency to serve as the
llaison to the AOC-ACA; and

lil.  Exerclses the authorlzatlon, on behalf of the divislon/department/agency
head, to approve and assign employee access to
division/department/agency offices.

C. Key Control Manager {Non-electronic)

I, The AQC and each agency housed at the JCC should designate an employee
responsible for malintaining a Key Control Log (KCL);

ii. S/he ensures that the KCL is current and available to the AOC Secutity
Department and or Court Operations-Lee County Sherlff's Office;

. S/he coordinates with the AOC-ACA, the keying of all mechanical locks In
agency offices; and

iv.  S/he works with the AOC-ACA In assuring security controls are In place for
noh-electronic key usage.

D. AOC and Agency Employees

i, Each employee is responsible and accountable for metal keys or Access ID
Badges Issued to him/her;

. S/he should report the loss or theft of a metal key or Access ID Badge
immediately to the AOC Security Department and their Key Control
Manager; and

Hi.  S/he should return keys to their Key Control Manager upon request ot at
time of separation, termination or retirement from the AOC or agency.

E. Metal Key Control Guldelines

I.  Inthe issuance of metal keys, Individual AOC and agency employees
should be Issued, the following:

»  The Jowest level key in the system hlerarchy that is necessary to

provide access required by the employee’s position and
responsibilities; and
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» The least number of keys necessary to properly conduct his/her job
dutles,

F. All keys are the property of Lee County

vi,

vii.

viil.

The AOC and agencles serve as the custodian of all metal keys Issued to
them;

It is a violation of this policy for any employee to attempt to duplicate or
to have duplicated any key issued by thelr division/depattment/agency
without the authorization of their Key Control Manager or designes;

Only the Key Control Manager or designee is authorized to duplicate keys.
Lee County keys are marked with a distinctive stamp. The Key Control
Manager should malntain a KCL for the Issuance of tetal keys;

Lee County Facilities Construction & Management is responsible for
Installing, maintalning, servicing, replacing and updating all manual locks
used to secure the JICC;

Individual office/room or sub-master keys are issued to the appropriate
AOC or agency manager, Each division/department/agency Is résponstble
for issulng keys within thelr span of control and responsibility through their
respective Access Control Administrator;

The loss or theft of a key must be reported immediately to the AOC
Security Department and the Key Control Manager by the person to whom
the key was asslghed;

The ACA Is responsible for retrieving Issued keys from employees prior to
termination, separation or retlrement from the AOC or agency;

Vendors (e.g., telephone service, elevator service, contractors, etc.) may
have an ongolng need for access to the complex. in such cases the
division/department/agency that contracts for these services should
coordinate with the AOC-ACA to provide appropriate access to the vendor
or contractor; and

Keys should only be Issued to lessees by Lee County Facllities Construction
& Management, Vendors needing access to restricted areas {(non-public)
of the JCC should complete an NCIC/FCIC criminal history check form and

be escorted by a Court Security Officer (AQC and judiclal restricted areas), ..
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Court Deputy or by an agency employee, depending upon the area where
access Is heeded,

G. Employee Access ID Badge Control Guidelines

b

i

i,

vil,

Most doors (interior and exterior) are controlled electronically by Kantech
proximity readers. AOC and department/agency employees can access
these doors using thelr issued Employee Access ID Badge, based upon thelr
assigned access privileges,

The AOC and department/agencles should develop and malntain control
guldelines for the issuance and revocation of Employee Access ID Badges.
The AOC at ts discretion may restrict access to areas of the JCC that is
under its purview and directly or indirectly Impact the safety and security
of all employees and visitors,

Employees should Immediately report to the AOC Securlty Department
and thelr department/agency, the loss or theft of thelir assigned Employee
Access 1D Badge.

Departments/agencles should notify the ACC Security Department within
twenty-four (24) hours of separation, termination, or retirement of an
employee and should immediately retrieve the Employee Access ID
Badge from the employee, If possible,

Upon notification of an employee separation, termination or retirement,
the AQC Security Department or Lee County Facllities Construction &
Management will delete the employee’s access privileges In the Kantech
system within twenty-four {24) hours.

All electronlcally controlled daors will activate a low-leve! audlble alarm
when they are left open for an extended petiod of time, Employees should
refrain from propplng doors open, except In extenuating circumstances.
Doors (especially perimeter doors) propped open create significant
security gaps In the JCC safety and security program.

Modifying, removing or attempting to defeat or disable the Kantech access
control system Is hot permitted except In cases of an emergency, system
fallure, maintenance or repair.

H. Access During Non-Business Hours
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4. The JCC is avallable for authorized employee work schedules, as well as
appropriate activities that do not Infringe upon nor Interfere with the
primary purpose of the Court (l.e. the administration of justice) and which
do not compromise the safety and security of employees and the public.

li. Non-business hour access to the JCC is granted for construction and
renovation projects, MADD victim Impact sessions, Teen Court,
department/agency workdays that do not colncide with AOC observed
holldays, etc.

Ili. Vendors that are required to complete their work during non-business
hours (e.g. fire alarm repair/testing, telephone service, elevator service,
contractors and lessees In the JCC, etc.) should be handled In the same
manner as those completing work durlng business hours. Agencies should
coordinate vendor services with the AOC Secutity Department to ensure
that there are a sufficient number of Court Security Offlcers scheduled
durlng that time.

2. Americans with Disabllities Act of 1990 (ADA), Americans with Disabilities Act
Amendments (ADAA) Act of 2008

A. Any person with a disability who needs any accommodatioh to participate In a
hearlng is entitled, at no cost, to the provision of certaln assistance. Anyone
seeking an ADA accommodation should contact the AOC Operations Division at
(239) 533-1771 at least seven (7) days before the scheduled court appearance or
immediately upon recelving notification, if sald notification is less than seven (7}
days. Hearing or voice impaired individuals may call 711 for assistance.

B. -Public entrances to the JCC are accessible to persons with disabilities (e.g. ramps,
automatic doors, electronic gates, etc.). ‘

C. Visltors to the ICC that require a wheelchalr may request the same from the AOC
Securlty Department.

Use of Electronic Devices in the JCC

1. Pursuant to Rule 2,451 of the Florida Rules of Judicial Administration the use of electronic
devices in a Courthouse or Court Faclllty Is subject at all times to the authority of the Chief
Judge to (a) ensure decorum and prevent distractions; {b) ensure the fair administration
of justice; and {c} preserve court security. The Court recognizes the Increasing use of
moblle devices for buslness purposes and the trend towards “paperless” offices. A
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standard must be established to balance the use of electronic devices with competing
needs and desires of the Court, Judges, media, litigants, defendants, attorneys,
Constitutional Offlices within the JCC, and members of the public,

A, Pursuant to Florlda Rule of Judiclal Administration 2.451 Electronic Devices are
defined as: An electronic device Is any device capable of making or transmitting
still or moving photographs, video recordings, or Images of any kind; any device
capable of creating, transmitting, or recelving text or data; and any device capable
of recelving, transmitting, or recording sound. Electronic devices include, without
limitation, film camevras, digital cameras, video cameras, any other type of camera,
cellular telephones, tape recorders, digltal volce recorders, any type of audio
recorders, laptop computers, personal digital assistants, or other similar
technologlcal devlce with the abillity to make or transmit video recordings, audio
recordings, images, text, or data,

B. Nothing hereln Is Intended to apply to persons who require electronic devices {or
services requlring the use of electronic devices) under the Americans with
Disabllities Act of 1990 and or the Americans with Disabilities Act Amendments
Act of 2008, except that electronic devices cannot be used to record or send
photographs, video or audio during a proceeding, unless specifically approved by
the preslding Judge.

C. Cellular Telephones

L Public — members of the public may not use or display cell phones in the
security checkpoint area, in any courtroom, or durlng any court proceeding.
All cefl phones must be turned off and not viewed or displayed while In any
courtroom. Merely muting a cell phone Is not acceptable nor Is It In
compliance with these policies. They may be utilized in the administrative
and lobhy areas of the JCC, However, ceil phones and other similar electronic
devices cannot be used to record or send photographs, video, or audio.

. Attorneys — may use cell phones for texting, organizational functions,
research and writing functions, and other data transmission functions. Cell
phones and other similar electronic devices cannot be used to record or send
photographs, video, or audio.

Hl.  AOC Employees, Law Enforcement and Certain Contractual Vendors — AOC
employees, law enforcement officers and certain contractual vendors
Including, but not limited to Interpreters and court reporters may use cell
phones for texting, organizational functions, research and writing functions,
and other data transmission functions in the course of thelr officlal dutles.
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All cell phones must be placed on elther silent or vibrate mode. In rare
Instances, with the permission of the presiding Judge, an AOC employee, law
enforcement officer and ot certaln contractual vendors may use a cell phone
to make or recelve telephone calls, while in the courtroom.

D. Laptop Computers, Similar Devices, and Other Portable Electronlc Devices

a. Public— Use of laptop computers and other pottable electronic devices by
members of the general public, while In a courtroom or at a securlty
checkpoint are prohibited unless granted by the presiding Judge.

b. Attorneys and Litigants Representing Themselves ~ Attorneys and litigants
representing themselves may use a laptop computer or other portable
electronlc devices when thelr case Is In session and they are actively
participating In the proceeding. Attorneys may use electronic devices to
conduct research, check calendars, check or send emalils, and perform
other related tasks when in the courtroom. No computers or other
electronic device can be used to record or send photographs, video, or
audio, The transmission of materials on a computer to other peripheral
devices also in use during the proceeding, and specifically in advancement
of the proceeding, Is permissible, For example, the transmission and
display of a power point presentation is allowable.

¢. AOC Employees, Law Enforcement and Certain Contractual Vendors - AOC
employees, law enforcement offlcers and certaln contractual vendors
including, but not limited to Interpreters and court reporters may use
taptop computers and other portable electronic devices as necessary in the
course of their officlal duties.

E. Use of Electronic Devices by iurors
Pursuant to Rule 2.451 of the Florida Rules of Judicial Administration

l. Electronic devices, as defined herein, must be removed as directed by the
presiding Judge from all members of a jury panel upon being sworn as the
jury at the beginning of the trial. The electronic devices will be removed
and appropriately secured by the Court Deputy. At the beginning of the
trial, the presiding Judge will advise the Jury panel about the removal of
electronic devices.

il.  Electronic devices that are removed from members of a jury panel may be
returned to the members of the Jury panel, during recesses In the trial. When
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jurors are sequestered, the presiding Judge may determine whether the electronic
devices will be removed from Jurors, during the entlre period of sequestration.,

ill.  From the time a person reports for jury service, untll the person is discharged from
Jury setvice, that person is prohibited from using electronic devices for any of the
following purposes:

E!

B

Making or transmitting still or moving photographs, audio recordings,
video recordings, or images of any kind of the court proceeding;
Transmitting or accessing text or data during the court proceedings;
Transmitting or accessing text or data about the case on which the juror Is
serving;

Researching, transmitting, or accessing Information about the case on
which the Juror Is serving;

Otherwise communicating about the case on which the juror is serving; or
Otherwlise communicating about the jury deliberations.

Nothing In this procedure Is to be construed to limit of impair the authorlty

of the presiding Judge to grant permission to a juror to retain his or her
electronic device during trial proceedings.

Violations and Enforcement

1. Violatlons of laws, ordinances, or these policles that occur within the JCC are considered
serfous incldents, The AOC Security Department will document those Incidents
contemporaneous to the event.

2. Anyone violating the rules applying to the use of electronlc devices, as stipulated hereln
will be subject to the discipline of the Court, Including, but not limited to, the Court’s
contempt authority, Immediate removal from the Courtroom or Courthouse.

3. Additionally a Court Security Officer or Court Deputy shall enforce this policy upon order
of the Court by confiscating electronic devices that are being used in violation. Such
tlevices shall be returned to the violator at the conclusion of thelr proceeding or at the
close of business, as applicable.

END OF POLICY/PROCEDURES

Jeffrey N\'[Q_i‘al}l, f)cf?f'tﬁr

Director of Court Securlty/Trial Court Security Coordinator

Lee County/Twentieth Judicial Clrcuit
Date: [ 2.//8//8
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Honprable James R, Adams
County and Administrative Judge
Lee County

Date: | &

)bm;t AWD

Scott A, Wilsker

Trial Court Administrator
Twentieth Judiclal Circuit
Date: __tL]y

(O3 |
Honorable Michael McHugh
Chief Judge

Twentieth Judicial Circult
Date: __121ygf73

Notlce to:

Liza Flecha, Chlef Deputy Court Administratar
File
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Firearms and Explosives Policy & Procedures

Lee County Justice Center Complex
Adminlistrative Office of the Courts
20 Judicial Clroult of Florida

POLICY

Fiorida Rule of Judicial Administration 2.215(b}{2) requires the Chief Judge to direct the formatlon and
Implementation of pollcles and priorities for the operation of all courts and offlcers within the clroult, which s/he
may do through the use of administrative orders, The Chlef Judge's authority requlres that all Judges of the court,
other court officers, and court personnel comply with alt court and judicial branch policles, administrative orders,
procedures and administrative plans, Administrative Order 2,18 and its addendums, governs the AOC security pollcy.

The Lee County Justice Center Complex {ICC) Is deslgnated as a secure facliity, as such it has Instituted a court sacurliy
program, comprised of Court Security Officers and Court Deputies, a video survelllance and electronlc access control
apparatus, as well as systems and practlces deslgned to malntain a safe and secure environment for empioyaes,
visltors, and litigants without Impeding the public’s access to Justice,

To fhat end, It Is Important that there exist a vigerous effort to Dater, Detect, Respond and Recover to and from
potential threats, which Includes detection and response to the presence of firearms and explosives, which are
- prohibited by Adminlstrative Order 2.18 and Florida State Statute,

PROCEDURES

A.  Firearms or Dangerous Weapans - when a firearm/weapon is detected, the Court Security Officer detecting
it should Immediately alert the checkpolint Supervisar and request assistance from the nearest Court Deputy,
without creating an undue alarm or alerting the Individual In matertal possession. Upan safd notification,
tha following procedure should ba followed: |

1. Court Secuvlty Officer - fmmedlataly stop the conveyor belt securing the firearm(s) inside the x-
ray scanner tunnel, The firearm/weapon should remaln secured in the tunnel unti} a Court Deputy
Is notified of the sltuation, and can take possession of the flrearm/weapon,

2. Court Security Officer - If the firearm/weapon moves bayond the x-ray scanner, the Court Security
officer should immadiately attempt to move it back Into the tunnel of the x-ray scanner. If unable,
sfhe should secure tha item containing the firearm/waapon untll 2 Court Deputy can take
possessich, AT NO TIME SHOULD THE COURT SECURITY OFFICER HANDLE FIREARM{S), UNLESS
DIRECTED TO BO SO BY THE COURT DEPUTY, GR TO PREVENT AN IMMINENT THREAT OF LOSS
OF LIFE OR SERIOUS PHYSICAL INJURY,

3. Court Security Sergeant {Supervisor) - The Superviser should [mmediately close-down the affected
securlty checkpolnt, relleve the Court Security Officer who detected the firearm/weapan to
complete an incldent report, and reassign remalning personnel to other avallable statlons or posts,

4, Court Security Sergeant (Supervisor) — Upoh securlng a suspected firearm/weapon, all security
checkpoints In the JCC should be temporarlly closed, and persons walting to gain access to the
complex should be cleared from the area and the entry/exit doors secured,

5, Court Security Sergeant {Supervisor} ~ As soon as practical, notifleatlon should be made to the
Director of Court Security {DCS) and Public Information Officer (PIO) wla the Department
tirutenant or designee,
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6. Court Deputy — In accordance with the Lee County SherHf's Office (LCSO) pollcy, the weapon
should be cleared and mada safe,

7. Court Deputy ~ The Indlvidual responsible for passing the firearm/weapon through the securlty
checkpoint should be escorted away from the general public In accordance with LCSO policy, to
atlow LCSO to further investigate the incldent,

8, ALL~-The Court Security Sergeant {Supervisor} and Court Deputy should cooperatively take, but
may not be Bimited to, the following actlons:

NCIC/FCIC for Criminal Background (Felony convictions), Wants & Warrants.

Pending case(s) befare the Court.

Stolen Firearms.

If the person Is in-possession of a Concealed Weapen or Firearm License, call the Florida
Department of Agriculture & Consumer Services at (850) 245-5691, to ensure that the
Hcense Is current and valld,

Determine the persan's reason for helng at the JCC.

Revlew threats against the Judiclary,

Obtaln a color copy of the driver and firearms licensas {if applicable).

Retrieve video and or still Images from the video surveillance system,

o N T oo
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9. Court Securlty Sergeant {Supervisor) — should cause the person’s photo and blographleal
Information to be entered Into the faclal recognition software database, as soon as practical,

10. Court Deputy (Person without or with a Flovlda Concaaled Weapon License) — Any person In
possesston of any firearm/weapon should be handled In the following manner:

a. If a subject enters the Lee County Justice Center Complex and proceads through the
security checkpoint with a flrearm or other dangerous weapon and does not have a
Florida Conceated Weapon License, the followlng shall occur:

I The firearm or other dangerous weapon shall be selzed as evidence;

. The subject shall be arrested for violation of £.5.5, 790.01{1) or F.5.S, 790,01{2);
or a report wiil be taken to seek an arrest warrant In accordance with agency
policy; and

Hi.  If arrested, standard LCSO protocol wilt be followed.

b. I a subject enters the Lee County Justice Center Complex and proceeds through the
security checkpolnt with a firearm or other dangerous weapon and does have a Florida
Concealed Weapon Licenss, the followlng shall oceur:

. The firearm or other dangerous weapon shali be seized, pending determination
of the valldity of the concealed weapon license; and

I, If deemed appropriate, a repart shall be taken, to seel an arrest warrant, In
accordance with agency pollcy,

¢ This polley does not apply to law enforcement officers {federal, state and tocal} carrying
a firearm or other dangerous weapon pursuant to appilcable laws and policles.

Exploslve Dovices - Explosive Devices - th all cases, if a suspected explosive device 1s detected, the Court
Sacurlty Offlcer locating the device should Immediately alert the checkpolnt Supervisor and request
assistance from the nearest Court Deputy, without ereating an undue alatm or alerilng the Individual In
materlal possesslon, DO NOT ALERT THE INDIVIDUAL THAT A SUSPECT EXPLOSIVE HAS BEEN DETECTED., 3
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Upan sald notlfication, the following procedurs should be folfowed:

1

5.

7

Court Security Officer - The suspected explosive device must retmaln in the ¥-ray scanner tunnel
untll further assistanca is avallable.

Court Deputy ~ In accordance with LCSO polley, Court Operatlons Divislon {rank of Lleutenant or
higher) should be notlfied Immediately regarding the explosive device alert, REMINDER: AN
EXPLOSIVE DEVICE MAY BE DETONATED BY A TWO-WAY RADIO OR CELL PHONE,

Court Security Sergeant (Supervisor} ~ All personnel shauld be Instructed to turn off thelr twa-
way radios, and telephonic communication should be via landine or emall only untii advised
otherwise by competent authority.

CourtSecurlty Sergeant (Supervlsor) - Upon securing a suspected explosive device, all checkpoints
should be temporarlly closed and persons walting to galn accass to tha complex should be cleared
from tha area and the entry/exft doors secured.

Court Security Sergeant (Suparvisor) ~ Pursuant to LCSO policy, the decision to request further
asslstance should be made at the discretion of the Court Operations Divislon Commander or
deslgnes,

Court Deputy - The daclsion to request further assfstance should be made at the discretion of the
Court Operations Diviston Commander or designee. )

ALL - Evacuation and Asslstance Declsions:

a. Evacuation of the Justice Center Complex should be made in consultation with the Court
Operatlons Dlvislon Commander or designee at the discration of the Chlef Judge and the
Trlal Court Admilnistrator via the Director of Court Securlty or designee.

b, Notification {if needed) to the SW Florida Regional Bomb Squad Uslt will be made by the
Court Oparatlons Division Commander or deslgnee. .

ALL - If the complex Is evacuated and secured, assigned personnel should establish and malntain
perimeter control, The evacuation should be conducted In a safe and orderly mannar.

ALL — Reentry of the JCC.should be at the discretion of the Chlef Judge and the Trial Court
Administrator via the Director of Court Security or deslgnee, upon notlfication from the Court
Qperations Division Commander or designea that the complex Is safe for reentry,

END OF POLICY/PROCEDURES

INT/2019
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Jeffrey-N-—Fdraln, D.S¢.,, CPP
Pirector of Court Securfty/Trlal Court Security Coordinator

Lee County/Jwentieth Judiclal Circult
Data: A/ &//"
Ho;:orable James R. Adams

County and Administrative Judge
Lee County

Date: /K5 / /9

ot A W —.

‘Scott A. Wilsker
Trial Court Administrator

Twant!e.;{I ugiclal Clreult
Date: /i g
L_,pd g (_/{7
Honorable Michael McHugh
Chief Judge

Twentleth Judiclal Circuit
Date: _ 21131 14

Notice to:

Liza Flecha, Chief Deputy Court Adminlstrator
Flle
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